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1 Overview
Welcome to the second edition of the DCO 
Policy Watch, a quarterly publication designed 
to keep policymakers, experts, and decision 
makers in DCO Member States, Observers, and 
stakeholders apprised of the evolving landscape 
in digital policy. This publication serves as a 
platform for sharing insightful analyses and 
updates on the latest trends and developments 
within key areas of digital governance. Our aim 
is to facilitate a deeper understanding of varied 
international practices and strategies, thereby 
supporting our readers in informed decision-
making and effective policy formulation. 

In our first edition issued in May 2024, we 
delved into the evolving landscape of digital 
policy, highlighting key trends and recent 
developments in Artificial Intelligence (AI), 
Data Protection and Privacy, Electronic 
Waste (E-waste), and the Future of Work. 
These discussions provided a foundational 
understanding of some of the critical issues 
shaping digital governance and set the stage 
for our ongoing exploration of the digital 
ecosystem. 

Since our inaugural issue in May 2024, policy 
developments in the four areas we covered 
have continued to take place. In AI, several 
significant developments have taken place, 
including the launch of a Global Index on 
Responsible AI in June 2024, the conclusion 
of the ITU’s AI for Good Global Summit 2024 

in May 2024, as well as the finalization of the 
Seoul Declaration, the Seoul Statement of 
Intent toward International Cooperation on 
AI Safety Science, and the Frontier AI Safety 
Commitments at the Second AI Summit in 
Seoul, also in May 2024. 

Additionally, other international organizations 
and regional bodies have also continued to 
advance their efforts towards regulating AI. This 
includes the adoption of the Council of Europe 
Framework Convention on Artificial Intelligence 
and Human Rights, Democracy and the Rule 
of Law (“AI Convention”) in May 2024 – the 
first international legally binding treaty of its 
kind – as well as the Organization for Economic 
Cooperation and Development’s (OECD) updates 
to its AI Principles, in order to account for new 
technological developments in the area. The 
Hiroshima AI Process, initially commenced by the 
G7, also saw the addition of 49 new countries as 
part of the Hiroshima AI Process Friends Group. 
Most recently, in September 2024, The United 
Nations Secretary General High-Level Advisory 
Body on AI has released its report “Governing AI 
for Humanity”. The report proposes a framework 
for global AI governance, emphasizing the critical 
role of global cooperation, capacity development, 
and standards.

Regarding global efforts to counter e-waste, 
in June 2024, OECD updated its rules for the 
transboundary movement of e-waste, now 
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https://global-index.ai/
https://global-index.ai/
https://aiforgood.itu.int/summit24/
https://aiforgood.itu.int/summit24/
https://aiseoulsummit.kr/aigf/press/?uid=46&mod=document
https://aiseoulsummit.kr/aigf/press/?uid=46&mod=document
https://aiseoulsummit.kr/aigf/press/?uid=46&mod=document
https://www.gov.uk/government/publications/frontier-ai-safety-commitments-ai-seoul-summit-2024
https://www.gov.uk/government/publications/frontier-ai-safety-commitments-ai-seoul-summit-2024
https://www.coe.int/en/web/artificial-intelligence/the-framework-convention-on-artificial-intelligence
https://www.coe.int/en/web/artificial-intelligence/the-framework-convention-on-artificial-intelligence
https://www.coe.int/en/web/artificial-intelligence/the-framework-convention-on-artificial-intelligence
https://www.coe.int/en/web/artificial-intelligence/the-framework-convention-on-artificial-intelligence
https://www.oecd.org/en/about/news/press-releases/2024/05/oecd-updates-ai-principles-to-stay-abreast-of-rapid-technological-developments.html
https://www.soumu.go.jp/hiroshimaaiprocess/en/supporters.html
https://www.un.org/sites/un2.un.org/files/governing_ai_for_humanity_final_report_en.pdf
https://www.un.org/sites/un2.un.org/files/governing_ai_for_humanity_final_report_en.pdf
https://www.oecd.org/en/about/news/announcements/2024/06/oecd-countries-update-rules-on-international-shipments-of-electronic-waste.html
https://www.oecd.org/en/about/news/announcements/2024/06/oecd-countries-update-rules-on-international-shipments-of-electronic-waste.html
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allowing for greater efforts towards circularity 
in the management of electrical and electronic 
waste in its Member States. Additionally, also 
in June 2024, the European Union (EU) adopted 
the Right to Repair Directive (R2RD), as well as 
publishing a new draft of its Waste Shipments 
Regulation. 

Regarding data protection and privacy, in the US, 
in June and July 2024, the states of Minesota 
and Rhode Island became the 19th and 20th 
states respectively to adopt comprehensive 
data privacy laws. Additionally, in May 2024, a 
Draft American Privacy Rights Act (APRA) was 
unanimously approved by a House Committee on 
Energy and Commerce Subcommittee on Data, 
Innovation and Commerce. 

Finally, AI continues to dominate the 
conversation around the Future of Work, with the 
OECD launching a new portal to track this impact 
in June 2024. Additionally, some tech companies 
have started to move away from remote work, 
which started during the COVID-19 pandemic, 
and introduce return to office mandates.

The second edition of the DCO Policy Watch 
focuses on the theme of Digital Public 
Infrastructure (DPI). As the backbone of modern 
digital economies, DPI encompasses a range 
of critical digital platforms and systems that 
facilitate the seamless delivery of services to the 
public, enhance citizen engagement, and drive 

economic growth. This edition aims to provide an 
in-depth examination of three pivotal aspects of 
DPI: Digital ID, Open Data, and the role of DPI in 
enabling the Digital Government alongside a brief 
exploration of the broader impacts that effective 
DPI systems have on development. 

For Digital Government, we explore how 
governments are leveraging technology to 
transform public service delivery, improve 
efficiency, and foster greater transparency and 
accountability. On Digital Identity, we look at 
how this has become a cornerstone of secure 
and inclusive digital economies, and crucial for 
enabling access to services and ensuring trust 
in digital interactions. Finally, with Open Data, 
we will look at government initiatives that are 
driving a new era of transparency, innovation, 
and collaboration. 

Join us as we delve into these critical aspects 
of DPI, offering insights, analyses, and case 
studies to support informed decision-making and 
effective policy formulation. Together, we aim to 
advance the collective understanding of DPI and 
its transformative potential for achieving digital 
prosperity for all. 

For ideas, suggestions, and feedback on this 
newsletter, please contact:

info@dco.org
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https://www.europarl.europa.eu/doceo/document/A-9-2023-0316-AM-086-086_EN.pdf
https://www.euwid-recycling.com/news/policy/eu-commission-publishes-drafts-with-new-e-waste-entries-for-the-waste-shipments-regulation-100624/
https://www.euwid-recycling.com/news/policy/eu-commission-publishes-drafts-with-new-e-waste-entries-for-the-waste-shipments-regulation-100624/
https://www.whitecase.com/insight-alert/minnesota-enacts-comprehensive-consumer-data-privacy-law
https://www.whitecase.com/insight-alert/rhode-island-enacts-data-transparency-and-privacy-protection-act-joining-us-data
https://d1dth6e84htgma.cloudfront.net/PRIVACY_04_xml_d1d6b82f10.pdf
https://techcrunch.com/2024/09/21/amazon-says-no-to-remote-work/
https://www.oecd.org/en/topics/policy-issues/future-of-work.html
https://techcrunch.com/2024/09/21/amazon-says-no-to-remote-work/
mailto:info%40dco.org?subject=
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Digital Public  
Infrastructure (DPI) 

2.1 Overview
Digital Public Infrastructure (DPI) has gained 
significance in the global discussions, with 
various international organizations and forums 
emphasizing its critical role in fostering digital 
transformation, inclusion, and economic 
growth. The key themes emerging from these 
discussions include the need for secure, open 
and interoperable systems, the importance of 
inclusive and sustainable development, and the 
vital role of public-private partnerships. 

DPI encompasses essential elements such as 
digital identity, payment systems, and secure 
data exchange platforms, each playing a vital 
role in building robust digital public ecosystems. 
While there have been varying understandings 
and definitions of DPI, the 2023 G20 New Delhi 
Leaders’ Declaration defines it as:

DPI can be pivotal in driving development, 
inclusion, innovation, and trust. With that said, 
it must be governed by legal frameworks that 
ensure security, and respect human rights. This 
has been emphasized in a recent report from 
the United Nations (UN) Envoy on Technology in 
April 2024, which states that DPI must adhere 
to principles of safety, inclusivity, and privacy to 
build trust and foster development.

Various methodologies from the DCO, European 
Commission, G20, and OECD provide broader 
metrics for assessment of impacts of the DPI, 
focusing on digital skills, infrastructure, business 
transformation, public services, inclusivity, 
interoperability, cybersecurity, socio-economic 
impact, and the effectiveness of governance 
frameworks. By utilizing comprehensive metrics, 
policymakers and stakeholders can track 
progress, identify gaps, and drive improvements 
in digital public infrastructure to foster 
sustainable development and economic growth.

The global discourse on DPI underscores 
its pivotal role in fostering digital inclusion, 
economic development, and innovation. 
International organizations and multilateral 
forums like the UN and G20 highlight the need 
for secure, interoperable, and inclusive digital 
systems. The emphasis on public-private 
partnerships, robust governance frameworks, 
and the sharing of best practices aims to ensure 
that DPI benefits all segments of society, driving 
sustainable and equitable digital transformation.

2

a set of shared digital 
systems that are secure 
and interoperable, built 
on open technologies, 
to deliver equitable 
access to public and/
or private services at a 
societal scale. ”

“

And the Role of Physical Infrastructure and Investments in DPI

https://www.mea.gov.in/Images/CPV/G20-New-Delhi-Leaders-Declaration.pdf
https://www.mea.gov.in/Images/CPV/G20-New-Delhi-Leaders-Declaration.pdf
https://www.linkedin.com/posts/undp_leveraging-dpi-for-safe-and-inclusive-societies-activity-7190718808339197953-GX1R/
https://www.linkedin.com/posts/undp_leveraging-dpi-for-safe-and-inclusive-societies-activity-7190718808339197953-GX1R/
https://den.dco.org/
https://digital-decade-desi.digital-strategy.ec.europa.eu/datasets/desi/charts
https://digital-decade-desi.digital-strategy.ec.europa.eu/datasets/desi/charts
https://www.usiofindia.org/strategic-perspective/G20-Digital-Public-Infrastructure-Analysing-Progress-Potential.html
https://goingdigital.oecd.org/en/indicator/58
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The deployment of DPI by governments involves 
multiple layers of infrastructure, each critical to 
building a robust and effective digital ecosystem. 
This process begins with the physical layer, which 
includes critical components such as the core 
Information and Communications Technology 
(ICT) infrastructure and data centers. The digital 
layer builds on this foundation, incorporating key 
elements of DPI like Digital Identity, Payment 
Systems, and Data Exchange Platforms, which 
enable the secure and efficient flow of information. 

The domain layer then integrates sector-
specific solutions, including payment platforms, 
healthcare systems, and civic registration. 
Finally, at the top are citizen and business-facing 
applications, such as electronic passport and 
visa renewals, online land title registrations, 
and permit applications, which are key services 
enabled and facilitated by DPI, making service 
delivery to the public more accessible, efficient, 
and secure. A depiction of the various layers 
within the DPI equation is as follows:  

Tech at core

Physical layer

Digital layer

Domain layer

Citizen/business facing applications

Figure 1: The multi-layered structure of DPI.

Source: https://www.thoughtworks.com/en-au/insights/blog/platforms/digital-public-goods-platform-citizen-services 

https://www.thoughtworks.com/en-au/insights/blog/platforms/digital-public-goods-platform-citizen-services
https://www.thoughtworks.com/en-au/insights/blog/platforms/digital-public-goods-platform-citizen-services
https://www.thoughtworks.com/en-au/insights/blog/platforms/digital-public-goods-platform-citizen-services
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Robust physical infrastructure, including 
broadband networks and stable electricity, 
is fundamental for delivering efficient 
digital public services. For example, the 
EU Connecting Europe Facility (CEF-Digital) 
aims to leverage investments in digital 
connectivity and has facilitated cross-border 
interactions and the deployment of free public 
Wi-Fi through initiatives such as WiFi4EU. 
Such infrastructure underpins the entire DPI 
ecosystem, enabling the trusted delivery of 
public and private services and supporting 
overall socioeconomic development through 
digital transformation.

3. In May 2024, the UN Environment 
Programme published a report on Digital 
Public Infrastructure for Environmental 
Sustainability. The report examines the 
information challenges stakeholders face 
in environmental sustainability decision-
making and highlights the crucial role of 
DPI in providing accessible, timely, and 
credible information, emphasizing the 
need for both private and public solutions 
to prevent data fragmentation, and 
explores six technological innovations 
in the agri-food sector that can address 
these challenges.  
 
These include: 

• Open data discovery for environmental 
sustainability.

• Privacy enhancing technologies 
to enable flow of environmental 
sustainability information.

• Data markets for environmental 
sustainability-related data. 

• Computational law and data integration 
of green and circular economy policy 
measures. 

• Using Large Language Models to ‘speak’ 
with green and circular economy policy.

• Tools and techniques for human-
centered artificial intelligence in 
environmental sustainability decision-
making.

Insightful Publications:

1. The UN has been actively involved 
in promoting DPI to achieve the 
Sustainable Development Goals 
(SDGs). In April 2024, the Interim 
Report on DPI Safeguards, released 
by the UN Office of the Secretary-
General’s Envoy on Technology and 
the UNDP, highlighted the potential 
of DPI to bridge the digital divide 
and accelerate progress towards 
the SDGs. As mentioned earlier, the 
report emphasizes the importance 
of trust, safety, and inclusivity in DPI 
design and implementation. It calls 
for robust governance frameworks 
and participatory processes to 
ensure DPI is used effectively and 
equitably across different regions and 
populations. 

2. The Bill and Melinda Gates Foundation 
supports DPI initiatives around 
the world and maintains a helpful 
webpage illustrating the impact of 
DPI, success stories, and its work 
around the world in the area.  

2.2 Key trends and developments
Efforts towards advancing DPI have been 
taking place across all regions of the world. 
These initiatives are aimed at enhancing digital 
connectivity, digitally delivered and enabled 
services, and governance to foster economic 
growth and societal benefits. The regional 
developments below highlight high-level work to 
support DPI in different parts of the world, with 
specific examples of work on Digital Government, 
Digital Identity, and Open Data that are highlighted 
in subsequent sections of this publication.

https://ec.europa.eu/info/funding-tenders/find-funding/eu-funding-programmes/connecting-europe-facility_en
https://hadea.ec.europa.eu/programmes/connecting-europe-facility/wifi4eu_en
https://www.unep.org/resources/report/digital-public-infrastructure-environmental-sustainability
https://www.unep.org/resources/report/digital-public-infrastructure-environmental-sustainability
https://www.unep.org/resources/report/digital-public-infrastructure-environmental-sustainability
https://www.unep.org/resources/report/digital-public-infrastructure-environmental-sustainability
https://www.undp.org/news/interim-report-digital-public-infrastructure-safeguards-open-public-comment
https://www.undp.org/news/interim-report-digital-public-infrastructure-safeguards-open-public-comment
https://www.un.org/techenvoy/content/digital-public-infrastructure
https://www.gatesfoundation.org/ideas/digital-public-infrastructure
https://www.gatesfoundation.org/ideas/digital-public-infrastructure
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Europe
 

The policy landscape for DPI in Europe 
is driven by comprehensive strategies 
and initiatives aimed at enhancing digital 
connectivity, services, and governance. To 
assess the maturity and outcomes of various 
aspects of DPI, the EU’s Digital Economy and 
Society Index (DESI) tracks digital performance 
across connectivity, digital skills, internet 
usage, technology integration, and public 
services. The EU’s Digital Single Market 
strategy aims to ensure seamless online 
access and foster a conducive environment 
for digital networks and services. Some of 
the key initiatives related to DPI include 
the EU’s e-Government Action Plan, which 
aims to modernize public administrations 
and provides interoperable digital services 
across the EU, as well as the European Data 
Strategy, which aims to create a single market 
for data, promoting data-driven innovation 
while ensuring high standards of privacy and 
security.

Another important example associated to 
DPI is the new T2 system, which replaced the 
TARGET “Trans-European Automated Real-time 
Gross Settlement Express Transfer System” 
in 2023. This system is part of the Euro 
system’s consolidated platform for real-time 
gross settlement and central bank liquidity 
management. T2 enhances the existing 
infrastructure by providing more robust 
and flexible services, critical for supporting 
the financial stability and efficiency of the 
Eurozone’s e-payment system. By ensuring 
seamless, secure, and real-time settlement 
of high-value payments across member 
states, T2 exemplifies the core elements of 
DPI, specifically payment systems and secure 
data exchange platforms. It facilitates the 
integration of the Eurozone’s financial markets. 
It underscores the importance of interoperable 
and secure digital systems for delivering 
public and private services at a societal scale.

National efforts also play a significant role. 
Estonia’s e-governance model, featuring 
e-Residency, digital ID, and online public 
services, serves as a good example of DPI 
ecosystem (see Digital Government section). 
Germany’s Digital Agenda as part of its Digital 
2025 Strategy and France’s Digital Republic 
Bill illustrate robust national strategies 
aimed at fostering digital transformation and 
inclusive digital public services. In the UK, the 
government has developed a robust approach 
to DPI through targeted policies and strategies 
to enhance public service delivery and ensure 
digital inclusion. Central to this effort is the 
Government Digital Service (GDS), and the GDS’s 
2021-2024 Strategy which oversees the design, 
implementation, and maintenance of the digital 
infrastructure supporting government services. 

North America

The policy landscape for DPI and the enabling 
physical infrastructure in North America is 
driven by strategic initiatives at both federal and 
state levels aimed at enhancing digital services, 
connectivity, and security. In the United States, 
the Federal Communications Commission (FCC) 
focuses on expanding broadband access through 
initiatives like the Rural Digital Opportunity 
Fund, which aims to bridge the digital divide 
in underserved areas. The National Institute 
of Standards and Technology (NIST) promotes 
cybersecurity frameworks essential for DPI. 
E-government initiatives, such as the US Digital 
Service and 18F (a digital services agency of the 
US Government that delivers digital services and 
technology products within the General Services 
Administration), work to improve digital services’ 
efficiency and accessibility across federal 
agencies (see Digital Government section).

For payments, the Fedwire Funds Service, 
operated by the US Federal Reserve Banks, is a 
Real-Time Gross Settlement (RTGS) system that 
enables large-value transfers between banks. 

https://digital-strategy.ec.europa.eu/en/policies/desi
https://digital-strategy.ec.europa.eu/en/policies/desi
https://www.consilium.europa.eu/en/policies/digital-single-market/
https://www.consilium.europa.eu/en/policies/digital-single-market/
https://digital-strategy.ec.europa.eu/en/policies/egovernment-action-plan
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-data-strategy_en
https://commission.europa.eu/strategy-and-policy/priorities-2019-2024/europe-fit-digital-age/european-data-strategy_en
https://www.ecb.europa.eu/press/pr/date/2023/html/ecb.pr230321~f5c7bddf6d.en.html
https://e-estonia.com/
https://www.bmwk.de/Redaktion/EN/Artikel/Digital-World/digital-agenda.html
https://digital-skills-jobs.europa.eu/en/actions/national-initiatives/national-strategies/germany-digital-strategy-2025
https://digital-skills-jobs.europa.eu/en/actions/national-initiatives/national-strategies/germany-digital-strategy-2025
https://www.kiteworks.com/risk-compliance-glossary/french-digital-republic-act/#:~:text=Origin%20of%20the%20French%20Digital,inclusive%20digital%20society%20in%20France.
https://www.kiteworks.com/risk-compliance-glossary/french-digital-republic-act/#:~:text=Origin%20of%20the%20French%20Digital,inclusive%20digital%20society%20in%20France.
https://gds.blog.gov.uk/2021/05/20/government-digital-service-our-strategy-for-2021-2024/
https://gds.blog.gov.uk/2021/05/20/government-digital-service-our-strategy-for-2021-2024/
https://www.usac.org/high-cost/funds/rural-digital-opportunity-fund/
https://www.usac.org/high-cost/funds/rural-digital-opportunity-fund/
https://www.usds.gov/
https://www.usds.gov/
https://18f.gsa.gov/
https://www.frbservices.org/financial-services/wires/
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It is a critical component of the US financial 
system, providing the backbone for electronic 
payments and supporting economic stability.

In Canada, the Digital Charter sets the 
framework for digital transformation, focusing 
on trust, privacy, and data protection. The 
Canadian Digital Service (CDS) enhances public 
service delivery through user-centered design 
and modern technology. Additionally, Lynx is 
Canada’s new high-value payment system 
operated by Payments Canada under the 
oversight of the Bank of Canada. It replaced the 
previous Large Value Transfer System (LVTS) 
in 2021 and provides enhanced security and 
efficiency for large-value transactions, making it 
a critical component of Canada’s DPI.

Latin America (LATAM)

The policy landscape for DPI in Latin America 
(LATAM) focuses on enhancing digital 
connectivity, services, and governance to 
promote socioeconomic development. Countries 
such as Brazil, Mexico, and Colombia are leading 
in implementing DPI strategies. Some of the 
key initiatives include Brazil’s Gov.br platform, 
which offers over 4,200 digital services, including 
digital identity and e-government services, to 
over 156 million users.

Case Study  
Open Finance and Payment System in Brazil: 
The Open Finance initiative, led by the Central 
Bank of Brazil, aims to transform the financial 
sector by promoting transparency, competition, 
and innovation. It includes a wide range of 
financial services and leverages standardized 
Application Programming Interfaces (APIs) 
for secure and efficient data sharing, with 
strict data privacy and security measures to 
protect consumer information. By enabling 
third-party providers to access financial data, 

Open Finance fosters competition, drives digital 
transformation, and empowers consumers to 
make informed financial decisions. 
 
Brazil’s Open Finance initiative demonstrates 
the potential of regulatory frameworks and 
technological infrastructure to reshape the 
financial landscape. The initiative addresses 
challenges such as data privacy and consumer 
trust while offering opportunities for innovation 
and market competition. Its comprehensive 
approach provides valuable insights for 
other countries looking to implement similar 
initiatives, highlighting the importance of a 
robust regulatory environment and consumer-
centric focus. 
 
Beyond the Open Finance Initiative, the Central 
Bank of Brazil also maintains the PIX System, 
an instant payment system allowing individuals 
and businesses to make real-time payments 
through mobile devices, online banking, or 
ATMs. PIX has become a central part of Brazil’s 
DPI, increasing the use of digital payments. 

Furthermore, Mexico’s National Digital Strategy 
aims to provide universal internet access, 
promote digital government, and enhance digital 
skills among citizens, and Colombia’s Live 
Digital Plan focuses on expanding broadband 
infrastructure, improving digital literacy, and 
fostering a digital economy.

Asia-Pacific (APAC)

The policy landscape for DPI in the Asia-Pacific 
(APAC) region is shaped by diverse strategies 
and initiatives focused on enhancing connectivity, 
digital services, and innovation. Some higher 
level initiatives include Japan, where the 
Society 5.0 initiative integrates physical and 
cyber spaces to create a smart society. In South 
Korea, the Digital New Deal aims to establish 

https://digital.canada.ca/
https://digital.canada.ca/
https://www.payments.ca/systems-services/payment-systems/high-value-payment-system-lynx
https://www.gov.br/pt-br
https://www.bcb.gov.br/en/financialstability/open_finance
https://www.bcb.gov.br/en/financialstability/pix_en
https://embamex.sre.gob.mx/hungria/images/stories/docs/nds.pdf
https://mintic.gov.co/portal/vivedigital/612/w3-propertyvalue-6106.html
https://mintic.gov.co/portal/vivedigital/612/w3-propertyvalue-6106.html
https://www8.cao.go.jp/cstp/english/society5_0/index.html
https://www.msit.go.kr/eng/bbs/view.do?sCode=eng&mId=4&mPid=2&pageIndex=&bbsSeqNo=42&nttSeqNo=443&searchOpt=&searchTxt
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As DPI continues to be prioritized, the APAC 
region has also seen the release of several 
electronic payments systems by central banks. 
Some examples include the Raast system 
launched by the Central Bank of Pakistan, India’s 
Unified Payments Interface (UPI) launched by the 
National Payments Corporation of India (NPCI) 
under the guidance of the Reserve Bank of India 
(RBI), and Singapore’s Fast and Secure Transfers 
(FAST) service managed by the Monetary 
Authority of Singapore (MAS), which allows for 
near-instantaneous interbank transfers 24/7.

Regional cooperation is also evident in some 
parts of APAC, especially with the ASEAN’s Digital 
Masterplan 2025, which seeks to foster a digitally 
inclusive community, enhance cybersecurity, 
and support digital innovation across the ASEAN 
member states.

Middle East and North  
Africa (MENA)

The policy landscape for DPI in the Middle East 
and North Africa (MENA) region is marked by 
a mix of ambitious national strategies and 
regional initiatives aimed at fostering digital 
transformation. Some examples of domestic 
efforts include the United Arab Emirates 
(UAE), where the Digital Dubai initiative aims 
to transform Dubai into a smart city through 
digital services, blockchain, and AI integration. 

Additionally, in Saudi Arabia, Vision 2030 
includes significant investments in digital 
infrastructure, emphasizing e-government 
services, cybersecurity, and digital innovation. 
This has already been complimented with 
a range of systems which illustrate the 
government’s work on DPI, for example:

• Absher Platform: Absher is an e-government 
platform that allows citizens and residents to 
access a wide range of government services 
online, such as visa issuance, passport 

a robust digital economy by investing in data 
infrastructure, AI, and 5G networks.

In Australia, the Digital Transformation 
Strategy focuses on providing seamless online 
government services, improving digital skills, 
and ensuring cybersecurity. Singapore is another 
example of the deployment of widescale DPI, 
with the Smart Nation initiative leveraging digital 
technologies to enhance public services, urban 
living, and economic competitiveness (see Digital 
Government section). In India, the Aadhaar 
system, part of its Digital India campaign, 
provides a unique digital identity to over a billion 
people, facilitating access to various services.

Case Study  
The National Database and Registration 
Authority (NADRA) of Pakistan showcases 
the power of DPI through its comprehensive 
digital identity system. Established in 
2000, NADRA employs advanced biometric 
technologies and integrated databases to 
issue secure Computerized National Identity 
Cards (CNIC), which enable citizens to access a 
wide range of e-government services, financial 
products, and social benefits online. This 
digital infrastructure has streamlined service 
delivery, reduced bureaucracy, and enhanced 
the efficiency of public administration. 
 
NADRA’s digital platform has significantly 
impacted Pakistan’s governance and service 
delivery. It has facilitated financial inclusion by 
providing digital identities for banking access, 
improved disaster response through accurate 
beneficiary identification, and bolstered 
national security with reliable biometric 
verification. Despite certain challenges 
including expanding digital access to remote 
areas, NADRA’s implementation illustrates 
the transformative potential of DPI in creating 
a secure, efficient, and inclusive digital 
ecosystem.

https://www.sbp.org.pk/dfs/Raast.html
https://www.npci.org.in/what-we-do/upi/product-overview
https://www.abs.org.sg/consumer-banking/fast
https://www.abs.org.sg/consumer-banking/fast
https://asean.org/wp-content/uploads/2021/09/ASEAN-Digital-Masterplan-EDITED.pdf
https://asean.org/wp-content/uploads/2021/09/ASEAN-Digital-Masterplan-EDITED.pdf
https://www.digitaldubai.ae/
https://www.vision2030.gov.sa/en/
https://www.absher.sa/
https://www.dta.gov.au/digital-government-strategy
https://www.dta.gov.au/digital-government-strategy
https://www.smartnation.gov.sg/
https://uidai.gov.in/en/
https://uidai.gov.in/en/
https://www.meity.gov.in/sites/upload_files/dit/files/Digital%20India.pdf
https://www.nadra.gov.pk/
https://www.nadra.gov.pk/
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renewal, and traffic violations management, 
enhancing convenience and reducing the 
need for physical visits to government offices. 

• Saudi Payments (Mada): Mada is the national 
payment network that facilitates electronic 
transactions, supporting the Vision 2030 
goal of moving towards a cashless society by 
promoting the use of digital payments. 

• Government Service Bus (GSB): The GSB is 
an integrated platform that connects various 
government entities, enabling seamless data 
sharing and interoperability, thus improving 
coordination and efficiency in public service 
delivery. 

• Etimad Platform: Etimad is a digital platform for 
managing government financial transactions, 
streamlining budget preparation, contract 
management, and procurement processes, 
enhancing transparency and efficiency. 

• Yesser e-Government Program: Yesser focuses 
on developing and implementing e-government 
services across all government entities, 
promoting the integration and accessibility of 
digital services to create a digitally enabled 
government. 

• SADAD: SADAD is the national electronic 
bill presentment and payment system, 
streamlining the process of bill payments by 
providing a centralized platform for various 
payment services, promoting digital payments 
and economic efficiency.

Other countries such as Egypt with its Digital 
Transformation Strategy focuses on building 
a Digital Egypt by expanding broadband 
access, developing e-government services, and 
enhancing digital literacy, and Qatar, similarly 
with the National Vision 2030 integrates ICT to 
improve public services, promote economic 
diversification, and ensure cybersecurity.

Moreover, most countries in the region have 
either already developed, or are currently 
developing a comprehensive electronic 
payments system as a part of their DPI journey. 
Some examples include the Bahrain Electronic 
Network for Financial Transactions (BENEFIT) 
managed by the Central Bank of Bahrain, 
Jordan Mobile Payment (JoMoPay) operated 
by the Central Bank of Jordan, and OmanNet 
managed by the Central Bank of Oman.

Regional cooperation is evident in initiatives like 
the Arab Digital Economy Strategy, which aims 
to harmonize digital policies across the region, 
promoting integration and digital inclusion.

Africa

The development of DPI in Africa has seen 
significant advancements in recent years, 
driven by the continent’s growing recognition 
of the importance of digital transformation for 
socio-economic development. Governments 
across Africa are investing in various DPI 
initiatives to enhance connectivity, improve 
public service delivery, and foster economic 
growth.

Countries such as Rwanda and Nigeria have 
made notable progress. Rwanda’s Irembo 
platform provides over 100 e-government 
services online, streamlining processes and 
improving access for citizens and businesses. 
Nigeria’s National Identity Management 
Commission (NIMC) has implemented a digital 
identity system that supports various public 
and private services. 

With payment systems being a key component 
of DPI, many African countries have highly 
developed electronic payments systems 
in place as their economies go through 
digitalization. These include the Ghana 

https://www.mada.com.sa/
https://sdaia.gov.sa/en/Services/Pages/GSB.aspx
https://www.etimad.sa/
https://www.yesser.gov.sa/
https://www.sadad.com/
https://mcit.gov.eg/en/ICT_Strategy
https://mcit.gov.eg/en/ICT_Strategy
https://www.gco.gov.qa/en/about-qatar/national-vision2030/
https://benefit.bh/
https://benefit.bh/
https://www.cbj.gov.jo/EN/Pages/Mobile_Payment_Service_JoMoPay
https://cbo.gov.om/sites/assets/Documents/English/Publications/PaymentSystems/Book1GeneralRules.pdf
https://www.arab-digital-economy.org/2020/17.pdf
https://irembo.gov.rw/
https://irembo.gov.rw/
https://www.nimc.gov.ng/
https://www.nimc.gov.ng/
https://www.ghipss.net/
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Interbank Payment and Settlement Systems 
(GhIPSS) operated by the Bank of Ghana, 
which includes services like the e-Zwich 
biometric payment system, GhIPSS Instant 
Pay (GIP), and the national switch, as well 
as the Real Time Clearing (RTC) system and 
the South African Multiple Option Settlement 
(SAMOS) system, managed by the South 
African Reserve Bank, are foundational to the 
country’s financial infrastructure.

Regional initiatives such as the Smart 
Africa Alliance are fostering collaboration 
on digital policies and infrastructure, with 
projects like the One Africa Network aimed 
at reducing communication costs and 
improving connectivity. These efforts are 
part of the broader African Union’s Digital 
Transformation Strategy for Africa (2020-
2030), which aims to create a unified digital 
market and promote innovation across the 
continent. These initiatives collectively aim 
to bridge the digital divide, enhance public 
service delivery, and stimulate economic 
growth across Africa. 

The road ahead

Digital infrastructure in general, and DPI 
in particular is increasingly recognized as 
a foundational enabler for both public and 
private sector service delivery. Key actors 
driving this narrative include international 
organizations like the UN Development 
Programme (UNDP), the G20, and the 
International Telecommunication Union (ITU), 
among others.

The ITU promotes DPI as an essential element 
for the digital transformation of cities and 
countries. It supports the creation of digital 
networks that enable economic opportunities 
and public services. The ITU underscores the 
role of DPI in fostering innovation, competition, 
and closing gaps in financial inclusion by 
leveraging digital platforms for services and 

transactions across both public and private 
sectors.

Organizations in the private sector and 
initiatives from civil society like the Gates 
Foundation and the Carnegie Endowment 
for International Peace also highlight 
the importance of DPI. They advocate for 
interoperable, secure, and inclusive digital 
infrastructure to support both public services 
and private sector innovations. DPI is seen as 
crucial for creating resilient digital economies 
and improving governance, technology, and 
market integration globally.

In the public sector, DPI improves healthcare 
delivery, streamlines social services, and 
enhances tax compliance etc. In the private 
sector, DPI facilitates personalized financial 
services, innovative payment solutions, and 
improved customer experiences etc. By 
fostering interoperability and data integration, 
these systems drive innovation and efficiency, 
ultimately benefiting citizens and consumers.

Successful DPI generates significant spillovers 
and benefits across various sectors. It 
enhances digital inclusion, improves education, 
fosters greater social and economic inclusion, 
and promotes digital literacy. These outcomes 
contribute to broader economic growth and 
social equity, ultimately leading to more 
resilient and inclusive societies. The strategic 
implementation of DPI is crucial for harnessing 
these benefits and driving sustainable 
development.

While DPI offers numerous benefits, it also 
faces several significant limitations and 
challenges. These include concerns related 
to sovereignty, privacy and data security, the 
digital divide and accessibility, regulatory and 
legal hurdles, interoperability and technical 
challenges, and sustainable funding and 
investment.

https://www.ghipss.net/
https://www.ghipss.net/
https://www.bankservafrica.com/website/services/real-time-clearing
https://www.resbank.co.za/en/home/what-we-do/payments-and-settlements/settlement-services#:~:text=The%20SAMOS%20system%20facilitates%20the,in%20a%20delayed%20settlement%20arrangement.
https://www.resbank.co.za/en/home/what-we-do/payments-and-settlements/settlement-services#:~:text=The%20SAMOS%20system%20facilitates%20the,in%20a%20delayed%20settlement%20arrangement.
https://smartafrica.org/
https://smartafrica.org/
https://au.int/sites/default/files/documents/38507-doc-dts-english.pdf
https://au.int/sites/default/files/documents/38507-doc-dts-english.pdf
https://au.int/sites/default/files/documents/38507-doc-dts-english.pdf
https://www.itu.int/cities/digitaltransformationdialogues/digital-public-infrastructure/
https://www.gatesfoundation.org/ideas/digital-public-infrastructure
https://www.gatesfoundation.org/ideas/digital-public-infrastructure
https://carnegieendowment.org/research/2023/09/decoding-the-g20-consensus-on-digital-public-infrastructure-a-key-outcome-of-indias-presidency?lang=en
https://carnegieendowment.org/research/2023/09/decoding-the-g20-consensus-on-digital-public-infrastructure-a-key-outcome-of-indias-presidency?lang=en
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Global DPI Summit 2024
Cairo, Egypt | 1-3 October 2024

G20 Leaders’ Summit
Rio de Janeiro, Brazil | 18-19 November 2024 

Internet Governance Forum
Riyadh, Saudi Arabia | 15-19 December 2024 

Upcoming events

Find out more

Find out more

Find out more

Effective policies, robust regulatory frameworks, 
significant investment in infrastructure, and 
a commitment to inclusive and secure digital 
transformation are necessary to overcome these 
challenges and fully realize the benefits of DPI. 

By leveraging definitions and frameworks 
from reputable sources like the UN, G20, and 
OECD, nations and organizations can align their 
strategies and collaborate on implementing 
inclusive, secure, and scalable digital 
infrastructure. These efforts will contribute 
to a cohesive global approach to digital 
transformation, ensuring that DPI initiatives are 
effective, equitable, and sustainable.

https://www.globaldpisummit.org/
https://www.g20.org/en/tracks/sherpa-track/digital-economy
https://www.intgovforum.org/en
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Digital Public Infrastructure  
across DCO Member States
DCO Member States have dedicated efforts in areas such as Digital Government, Digital Payments, 
Digital Identity, and Open Data, all of which are highlighted in the subsequent sections. A non-
exhaustive list of high-level policies and initiatives relevant to DPI in DCO Member States includes:

Member State Initiative Description Relevance

Bahrain

etraffic App

This application is provided in collaboration with the Ministry of Interior 
– General Directorate of Traffic (GDT), United Insurance Company, 
the Ministry of Oil, and the Information and eGovernment Authority to 
allow users to benefit from services related to driving and traffic.

Digital Government, 
Digital Identity, 
Digital Payments

Sehati App

The App makes it easy for users to view their medical information 
provided by the heath sector in of Bahrain and manage their medical 
appointments. For example, the Blood Donation Service enables users 
to register in the blood donation bank, request blood donation, and 
view medical instructions for blood donations.

Digital Government

Greece
Transparency 
Portal 
(‘Diavgeia’)

The Transparency Portal is an internet platform where all government 
institutions upload their acts and decisions with special attention to 
issues of national security and sensitive personal data. Following 
Law 3861/2010 (which established the Portal) and Law 4727/2020 
which incorporates relevant European Directives into Greek law, all 
institutions are obliged to upload their acts and decisions on Diavgeia, 
as they are not considered valid, unless published. The Portal was 
upgraded in June 2014 (Diavgeia II), offering a more user-friendly 
environment, greater accessibility, an open data delivery system, and 
interconnection with other public systems.

Open Data

Jordan Sanad App

Sanad is a mobile application for digital government services, allowing 
users to login with a single username and password. Activating 
Sanad digital identity allows users to access their government digital 
documents, apply for government and private services, access personal 
records, digitally sign documents, make bill payments, and others.

Digital Government, 
Digital Identity

Oman Shifa App

The Shifa application aims to display patients’ health data in various 
health institutions in a streamlined and simple manner from all health 
institutions affiliated with the Ministry of Health. The application is 
considered a qualitative leap in the field of digital transformation 
in the Sultanate. It is a dedicated platform for the health sector that 
stores medical information and allows exchanges of such information 
between patients and physicians.

Digital Government

Pakistan Islamabad City 
App

The Islamabad City App is a multi-feature government service provider 
application developed for the Islamabad’s citizens. It offers more than 
40 government services, including ICT services, e-Police, excise and 
taxation, and utility bills. The app provides a comprehensive suite of 
tools to enhance the quality of life in Islamabad, including notifications, 
city guides, utility bill payments, and more. It has been instrumental in 
improving public service delivery, reducing the need for physical visits 
to government offices, and promoting a paperless environment.

Digital Government

Rwanda IremboGov
IremboGov is the one-stop portal for e-governance services and is the 
gateway to Rwandan government services. Digital Government

Saudi Arabia

Najiz 
Center 

Najiz is a Center for Judicial Services by the Ministry of Justice in 
partnership with the private sector to provide the Ministry’s services 
under one roof. It saves the client time and effort.

Digital Government

Absher 
platform

Absher is an electronic platform provided by the Ministry of Interior 
that allows citizens, residents, and visitors to access government 
services in an integrated and digital manner.

Digital Government

Nafath App

Nafath is a national initiative of the National Information Center to 
issue and manage citizens’ and residents’ digital identities similar to 
the physical ones. The goal is to implement and reinforce the National 
Digital Identity Strategy governing digital identities.

Digital Identity

DCO Policy Watch | Sep 2024 - 12
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3.1 Overview
This section of the DCO Policy Watch explores 
recent developments, key trends, and the outlook 
for digital government across different regions, 
with a focus on DCO Member States towards the 
end. As governments worldwide recognize the 
potential of digital technologies to enhance public 
service delivery, increase efficiency, and foster 
transparency, we are seeing a diverse range of 
approaches and strategies emerge.

Digital government initiatives continue to gain 
momentum globally where countries are at 
different stages of digital government adoption 
and maturity. Some examples of countries 
leading the way in digital government include 
Estonia, Canada, Colombia, and the Republic 
of Korea, countries which scored high in digital 
government implementation on the OECD’s 
2023 Digital Government Index (DGI). Within the 
DCO’s ecosystem, most Member States have 
established national strategies or plans outlining 
their digital government ambitions, and some 
have integrated digital government within their 
long-term national development plans.

• Improved service delivery
• Increased transparency and accountability
• Cost savings and operational efficiency
• Citizen engagement and participation
• Data-driven policymaking
• Economic development and innovation

Benefits

Digital  
Government3

The rollout of DPI enables governments to fundamentally transform their interactions 
with citizens by creating more efficient, transparent, and accessible services. A significant 
aspect of this transformation is the development of digital government initiatives, 
which leverage DPI to streamline public administration, improve service delivery, and 
enhance citizen engagement. By integrating the core elements of DPI including digital 
identity, payment systems, and data exchange platforms, governments around the world 
are offering seamless online services such as tax filings, social benefits, healthcare 
access, and more. This shift not only improves efficiency but also builds trust between 
governments and citizens, fostering a more inclusive digital society.

Major progress on digital-government services 
has been made over the past few years, especially 
following the COVID-19 pandemic. However, in 
some cases, this has not yet translated into a 
measurable improvement in civic participation, or 
the quality of public services delivered. Despite the 
efforts and the known benefits, many countries still 
lack a well-defined and comprehensive strategy 
for a shift to digital government. Some of the key 
challenges include technical barriers such as ICT 
infrastructure, organizational barriers such as lack 
of qualified personnel or resistance to change, 
social barriers such as digital divides, and financial 
barriers such as lack of budgetary resources. 

https://www.oecd.org/en/publications/2023-oecd-digital-government-index_1a89ed5e-en.html
https://www.oecd.org/en/publications/2023-oecd-digital-government-index_1a89ed5e-en.html
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• Digital divide and accessibility
• Privacy concerns
• Legacy systems and interoperability
• Capacity building and skills development
• Cybersecurity risks
• Citizen trust and adoption
• Budgetary resources

Challenges

Figure 2: The six dimensions of the OECD 
Digital Government Index

Source: OECD Digital Government Policy Framework, 2020
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Great leaps forward in digitalization 
government services in Jordan: 
In June 2024, Jordan reported significant 
progress, with 55-60% of government 
services now digitized as part of larger 
digital transformation efforts.

Saudi Arabia launches Digital 
Transformation Index 2024: In March 
2024, Saudi Arabia launched a revised 
Digital Transformation Index to improve 
e-government services and innovation, 
aiming to raise standards for government 
digitalization. 

UN Digital Government Awards: In 
October 2023, the UN Digital Government 
Awards 2023 recognized progress in digital 
public services supporting the Sustainable 
Development Goals (SDGs), highlighting 
advancements in countries like Bhutan, 
Burundi, El Salvador, Togo, and Mexico. 
The launch of the UN Digital Government 
Community aims to facilitate knowledge 
exchange and technology sharing in 
public service innovation, particularly in 
developing economies.

Developments

Find out more

Find out more

Find out more

https://jordantimes.com/news/local/digital-economy-minister-says-around-60-government-services-digitalised
https://www.arabnews.com/node/2483091/business-economy
https://unctad.org/news/un-digital-government-awards-celebrate-excellence-online-public-services
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Digital government offers a powerful avenue 
for governments to modernize their operations, 
enhance the quality and efficiency of service 
delivery, and strengthen transparency and 
citizen participation. By embracing digital 
transformation, governments can better 
meet the evolving needs of their citizens 
and contribute to sustainable socioeconomic 
progress. The OECD’s Digital Government 
Index assesses the digital transformation 
of governments across six key dimensions: 
digital by design, data-driven public sector, 
government as a platform, open by default, 
user-driven, and proactive governance. 
These dimensions collectively measure how 
well governments are integrating digital 
technologies into their operations, promoting 
transparency, engaging citizens, and providing 
efficient, user-centered public services. The 
index serves as a tool for benchmarking and 
guiding countries in their digital government 
strategies, helping them to achieve more 
effective and inclusive governance.

3.2 Key trends and developments
Efforts towards furthering digital government 
have been taking place in all regions of the 
world. The UN maintains an E-Government 
Development Index (EGDI), with global rankings 
for 2022 (the latest year the study was 
conducted). This index illustrates Denmark, 
Finland, and South Korea ranked at the top, 
showcasing strong performances in online 
services, telecommunication infrastructure, 
and human capital. The index also highlighted 
growing disparities, with many countries in 
Africa and other developing regions lagging 
due to limited digital infrastructure and lower 
investment in e-government initiatives. The 
report underscored the need for increased 
focus on digital inclusion and capacity-building 
to bridge these gaps. 

Europe
 

According to the UN, Europe is a global leader 
in digital government development, with the 
highest average EGDI value of 0.8305. All 
European countries have EGDI values above 
the global average, with 81% classified as 
very high. The European Commission and EU 
Member States are advancing cross-border 
digital public services, contributing to rapid 
and uniform progress. Europe’s success 
stems from its robust ICT infrastructure and 
significant human capital investment, essential 
components of the EGDI. The region excels 
in providing online services to vulnerable 
populations and offers a wide array of digital 
services, reinforcing its global leadership in 
digital government.

Estonia stands out as one of the frontrunners 
in European digital government, with a 
comprehensive digital public services 
infrastructure based on the Principles of 
the Estonian Information Policy. Estonia’s 
digitalization strategy includes a widely 
adopted electronic identification scheme and 
a secure data exchange platform (X-Road), 
setting a global benchmark. The Estonian 
model emphasizes user experience, political 
support, and data-driven improvement. Despite 
its success, Estonia faces challenges in citizen 
engagement, public trust, and cybersecurity 
threats. The country plans to address the 
needs of digital nomads, ensuring continued 
advancement in digital government services.

Americas 
 

The US has a well-established federal Digital 
Government Strategy that was launched in 
2012, aiming to build a 21st-century platform 
to better serve the American people. The 
strategy’s principles are: 

https://www.oecd.org/en/topics/policy-issues/digital-government.html#:~:text=The%20OECD%20Digital%20Government%20Index,OECD%20Member%20and%20key%20partner
https://www.oecd.org/en/topics/policy-issues/digital-government.html#:~:text=The%20OECD%20Digital%20Government%20Index,OECD%20Member%20and%20key%20partner
https://publicadministration.un.org/egovkb/Data-Center
https://publicadministration.un.org/egovkb/Data-Center
https://digital-strategy.ec.europa.eu/en/policies/egovernment
https://digital-strategy.ec.europa.eu/en/policies/egovernment
https://ega.ee/publication/principles-of-estonian-information-policy/
https://ega.ee/publication/principles-of-estonian-information-policy/
https://e-estonia.com/solutions/x-road-interoperability-services/x-road/
https://obamawhitehouse.archives.gov/sites/default/files/omb/egov/digital-government/digital-government.html
https://obamawhitehouse.archives.gov/sites/default/files/omb/egov/digital-government/digital-government.html
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Information-Centric: Treat all content 
as data, ensuring accuracy, availability, 
and security.

Shared Platform: Promote the use of 
common standards and architectures 
to reduce costs and duplication.

Customer-Centric: Focus on the needs 
of customers, providing accessible, 
current, and accurate information.

Security and Privacy: Ensure the 
protection of sensitive government and 
citizen assets in a rapidly changing 
technology landscape. 

The “21st Century Integrated Digital Experience 
Act” (21st Century IDEA) of 2018 further 
mandates federal agencies to annually report 
progress on modernizing their digital services.

Canada’s Digital Government Strategy, known 
as Canada’s Digital Ambition, prioritizes 
a digital-first approach to enhance public 
services. Its key strategic themes include 
modernizing IT systems, leveraging data for 
improved services, developing actionable 
digital policies, and enhancing funding, talent, 
and culture to support digital transformation. 
Despite being recognized by the OECD for its 
digital government practices, Canada faces 
challenges such as service consistency and 
centralized financial reporting. Canada plans 
to focus its future efforts on securing new 
digital services, managing aging IT systems, 
ensuring privacy and transparency, addressing 
talent shortages, and optimizing IT investment 
decisions.

Latin America and Caribbean (LAC) countries 
exhibit varying stages of digital government 
adoption. Several countries have developed 
strategies to enhance transparency and 
efficiency, with some Caribbean nations 
committing to digitalize public services by 
2030. Colombia, which the OECD recognizes 
as one of the best practice countries, passed 
its Digital Government Policy in 2018, aiming 

to improve service efficiency, transparency, 
and quality through a citizen-driven approach. 
The policy includes strengthening citizen-state 
digital relationships and improving public 
entity operations. The region generally is 
making significant strides, though challenges 
in implementation and consistency persist.

Sub-Saharan Africa 

Sub-Saharan African countries are 
increasingly embracing digital government, 
with various nations implementing distinct 
strategies and initiatives to enhance their 
digital governance capabilities. Notable 
efforts include Rwanda’s ICT for Governance 
Cluster Strategy and Irembo platform, which 
have positioned the country as a leader in 
e-government. However, challenges such as 
infrastructure development, digital literacy, 
and socioeconomic disparities remain 
prevalent across the region. Countries like 
Kenya, Nigeria, and Ghana have also launched 
comprehensive digital transformation plans, 
aiming to improve service delivery, increase 
transparency, and drive socio-economic 
development through technology. Despite the 
challenges, the region’s commitment to digital 
innovation signals a promising future for 
e-government in Sub-Saharan Africa.

Middle East and North  
Africa (MENA)

The MENA region is witnessing substantial 
growth in digital government initiatives, 
with countries like the UAE, Saudi Arabia, 
and Qatar making significant investments to 
enhance efficiency, transparency, and service 
delivery. Many countries are aligning their 
strategies with the OECD Recommendation on 
Digital Government Strategies, implementing 
comprehensive policies to foster digital 

https://www.congress.gov/bill/115th-congress/house-bill/5759/text
https://www.congress.gov/bill/115th-congress/house-bill/5759/text
https://www.canada.ca/en/government/system/digital-government/digital-ambition.html
https://govinsider.asia/intl-en/article/canadas-digital-government-journey-at-a-crossroads
https://govinsider.asia/intl-en/article/canadas-digital-government-journey-at-a-crossroads
https://www.bnamericas.com/en/news/ict-ministry-issues-decree-767-of-2022-the-colombian-digital-government-policy-update
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://irembo.gov.rw/home/citizen/all_services?trk=article-ssr-frontend-pulse_little-text-block
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0406
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0406
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government transformation. Notable policies 
include Bahrain’s Digital Government Strategy 
2022, Egypt’s ICT 2030 Strategy, and Qatar’s 
2023 NextGen Digital Government Strategy, 
and the Qatari 2030 Digital Agenda which 
includes seamless digital government as one 
of its key pillars.
 
Saudi Arabia has put large amounts of 
investment into its digital infrastructure, 
led by the Digital Government Authority. The 
country’s e-governance platform, Absher, 
provides over 160 government services to 20 
million registered users and is recognized 
for its extensive features and high security 
standards. Saudi Arabia’s efforts have 
garnered international recognition, ranking 1st 
in the UN’s Government Electronic and Mobile 
Services Maturity Index for 2023. 

Asia-Pacific (APAC)

The APAC region shows diverse levels of 
digital government adoption, with countries 
like Singapore, the Republic of Korea, and 
Japan leading globally, while many developing 
economies are making significant strides in 
transforming public services. The region’s 
strategies and plans reflect this diversity, 
ranging from Australia’s Data and Digital 
Government Strategy to Bangladesh’s 
e-Government Master Plan for Digital 
Bangladesh and Fiji’s digitalFIJI program. 
Other notable initiatives include Singapore’s 
Digital Government Blueprint, China’s 14th 
Five-Year Plan for Digital China, and Japan’s 
Digital Government Action Plan. Countries 
like Malaysia, Mongolia, and the Philippines 
are also advancing their digital government 
frameworks, emphasizing public sector 
digitalization and comprehensive e-governance 
master plans.

The Republic of Korea has several ongoing 
initiatives in this area, with its Digital 

Government Master Plan 2021-2025, which 
focuses on intelligent public service, data-
based government, and a strong digital 
transformation foundation. South Korea’s 
e-governance model, including systems like 
KONEPS for e-procurement and UNI-PASS 
for customs clearance, have been recognized 
globally. The country’s approach leverages AI 
and cloud computing to foster a transparent, 
people-centered government, enhancing both 
public services and private sector growth.

3.3 Key trends and developments
Key trends and developments which can be 
identified from regional initiatives are:

• Comprehensive national strategies: 
Estonia’s Digital Society Development Plan 
2030 and Saudi Arabia’s Smart Government 
Strategy exemplify holistic approaches 
to digital transformation across multiple 
sectors. 

• Focus on emerging technologies: The 
Republic of Korea’s Digital Government 
Master Plan 2021-2025 emphasizes 
the use of AI and cloud computing for 
intelligent public services. Singapore’s Tech 
Acceleration Lab program allows both public 
and private sector entities to prototype 
digital government products using advanced 
technologies. 

• User-centric approach: Canada’s Digital 
Ambition strategy prioritizes user-centric 
services that are secure and focused on 
privacy. Colombia’s Digital Government 
Policy emphasizes a citizen-driven approach 
in developing remote public services. 

• Data governance and interoperability: 
Estonia’s X-Road platform serves as a 
model for secure data exchange across 
government agencies and between public 
and private sector organizations. The EU’s 
efforts towards cross-border digital public 

https://bh.bh/new/en/digitalfirst_en.html#:~:text=Through%20its%20Digital%20Government%20Strategy,Kingdom's%20public%20and%20private%20sectors.
https://bh.bh/new/en/digitalfirst_en.html#:~:text=Through%20its%20Digital%20Government%20Strategy,Kingdom's%20public%20and%20private%20sectors.
https://mcit.gov.eg/en/ICT_Strategy#:~:text=The%20strategy's%20core%20objective%20is,substantial%20contributions%20to%20Egypt's%20GDP
https://services.hukoomi.gov.qa/assets/documents/digitalprojects/QDG NextGen Strategy.pdf
https://www.mcit.gov.qa/sites/default/files/digital_agenda_2030_report_design_eng.pdf
https://www.absher.sa/wps/portal/individuals/Home/homepublic
https://english.aawsat.com/business/4863826-saudi-arabia-top-spot-escwa-government-electronic-and-mobile-services-maturity
https://english.aawsat.com/business/4863826-saudi-arabia-top-spot-escwa-government-electronic-and-mobile-services-maturity
https://english.aawsat.com/business/4863826-saudi-arabia-top-spot-escwa-government-electronic-and-mobile-services-maturity
https://www.dataanddigital.gov.au/
https://www.dataanddigital.gov.au/
https://bcc.portal.gov.bd/sites/default/files/files/bcc.portal.gov.bd/publications/3f9cd471_9905_4122_96ee_ced02b7598a9/2020-05-24-15-54-43f3d2b8b4523b5b62157b069302c4db.pdf
https://bcc.portal.gov.bd/sites/default/files/files/bcc.portal.gov.bd/publications/3f9cd471_9905_4122_96ee_ced02b7598a9/2020-05-24-15-54-43f3d2b8b4523b5b62157b069302c4db.pdf
https://www.fiji.gov.fj/digitalFIJI
https://www.tech.gov.sg/digital-government-blueprint/
https://www.seetao.com/details/68322.html
https://cio.go.jp/digi-gov-actionplan
https://thedocs.worldbank.org/en/doc/1004f032e05fa60826a1d4f7760168f6-0350052022/original/-GovTech-Talks-01-Digital-Government-Masterplan-2021-2025.pdf
https://thedocs.worldbank.org/en/doc/1004f032e05fa60826a1d4f7760168f6-0350052022/original/-GovTech-Talks-01-Digital-Government-Masterplan-2021-2025.pdf
https://www.dgovkorea.go.kr/service1/g2c_07/koneps
https://www.dgovkorea.go.kr/service1/g2c_09/uni_pass
https://mkm.ee/sites/default/files/mkm_arengukava_digiuhiskond_26-10-2021.pdf
https://mkm.ee/sites/default/files/mkm_arengukava_digiuhiskond_26-10-2021.pdf
https://www.my.gov.sa/wps/portal/snp/aboutksa/smartstrategy/?lang=en
https://www.my.gov.sa/wps/portal/snp/aboutksa/smartstrategy/?lang=en
https://thedocs.worldbank.org/en/doc/1004f032e05fa60826a1d4f7760168f6-0350052022/original/-GovTech-Talks-01-Digital-Government-Masterplan-2021-2025.pdf
https://thedocs.worldbank.org/en/doc/1004f032e05fa60826a1d4f7760168f6-0350052022/original/-GovTech-Talks-01-Digital-Government-Masterplan-2021-2025.pdf
https://www.canada.ca/en/government/system/digital-government/digital-ambition.html
https://www.canada.ca/en/government/system/digital-government/digital-ambition.html
https://www.bnamericas.com/en/news/ict-ministry-issues-decree-767-of-2022-the-colombian-digital-government-policy-update
https://www.bnamericas.com/en/news/ict-ministry-issues-decree-767-of-2022-the-colombian-digital-government-policy-update
https://e-estonia.com/solutions/x-road-interoperability-services/x-road/
https://digital-strategy.ec.europa.eu/en/policies/egovernment
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services also highlight the importance of 
interoperability. 

• Cybersecurity and privacy: Saudi Arabia’s 
Digital Experience Maturity Index for 
Government Services includes security and 
privacy as key components. 

• Digital skills development: The UK’s 
Government Digital Service Strategy 
for 2021-2024 as well as the Digital 
Development Strategy 2024-2030 include 
a focus on building digital capability across 
government and the digital transformation 
of government. Rwanda’s ICT for Governance 
Cluster Strategy 2020-2024 aims to expand 
inclusive government digital services. 

• Open government data: The US Digital 
Government Strategy Milestones emphasizes 
secure access to digital government 
information and services anywhere, anytime, 
on any device; interoperability and openness; 
and reducing costs. Bahrain’s Open Data 
Portal is another example of this trend. 

• Mobile-first strategies: Saudi Arabia’s 
Absher platform, accessible via web and 
mobile app, exemplifies this approach.

The road ahead

Experts are of the view that digital government 
offers a major opportunity for governments to 
modernize their operations, enhance service 
delivery, increase transparency, and engage 
citizens. However, to implement it successfully, 
a comprehensive, well-thought-out strategy 
is essential, addressing technical, policy, and 
socioeconomic factors.

The global landscape of digital government 
policies and initiatives reflects the increasing 
prioritization of public sector digitalization 
across countries and regions. Leading 
digital nations exemplify comprehensive 
strategies coupled with robust implementation 

DigiGov Expo
London, UK | 20-21 May 2025

Digital Government Africa Summit
Lusaka, Zambia | 2-4 October 2024

GovTech Show and Exhibitor 2025
London, UK | 19 March 2025

Transforming UK Public Services 
Digitally to Deliver Better Outcomes 
for Communities
London, UK | 4 June 2025

Upcoming events
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https://digital-strategy.ec.europa.eu/en/policies/egovernment
https://www.rmg-sa.com/en/government-experience-maturity-index-for-digital-services/
https://www.rmg-sa.com/en/government-experience-maturity-index-for-digital-services/
https://gds.blog.gov.uk/2021/05/20/government-digital-service-our-strategy-for-2021-2024/?utm_medium=referral&utm_source=gdsorgpage&utm_campaign=gdsstrategy
https://gds.blog.gov.uk/2021/05/20/government-digital-service-our-strategy-for-2021-2024/?utm_medium=referral&utm_source=gdsorgpage&utm_campaign=gdsstrategy
https://assets.publishing.service.gov.uk/media/6613e7f7c4c84d4b31346a68/FCDO-Digital-Development-Strategy-2024-2030.pdf
https://assets.publishing.service.gov.uk/media/6613e7f7c4c84d4b31346a68/FCDO-Digital-Development-Strategy-2024-2030.pdf
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://home.treasury.gov/data/digital-government-strategy-milestones
https://home.treasury.gov/data/digital-government-strategy-milestones
https://www.data.gov.bh/pages/homepage/
https://www.data.gov.bh/pages/homepage/
https://www.absher.sa/wps/portal/individuals/Home/homepublic
https://www.digital-government.co.uk/
https://africa-digital.com/2024/
https://igpp.org.uk/event/govtech-show-and-exhibitor-2025/
https://igpp.org.uk/event/govtech-show-and-exhibitor-2025/
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frameworks, positioning them amongst global 
best practices. With the EU’s concerted efforts 
for regulatory harmonization, there is a clear 
recognition that international collaboration is 
vital for accelerating progress. 

Figure 3: Key Priorities for the Future of Digital Government: Personalized, Efficient, 
and Transparent Public Services

5: Fostering a culture of innovation and agility within government 
institutions

Developing future-proof digital infrastructure to support evolving 
technological needs.1:

2: Enhancing cross-border collaboration and knowledge sharing to 
accelerate digital government maturity globally.

3: Addressing digital divides and ensuring inclusive access to digital 
services, particularly for underserved populations.

4: Implementing ethical frameworks for emerging technologies in 
public sector use, especially concerning AI and data analytics.

6: Developing sustainable funding models for long-term digital 
transformation initiatives.

7: Enhancing digital identity systems to enable seamless and secure 
access to a wide range of government services.

8: Improving data analytics capabilities to enable more data-driven 
policymaking and service delivery.
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The future of digital government lies in 
creating more personalized, efficient, and 
transparent public services. Key priorities 
include:
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The Gambia
Ghana

Djibouti
Rwanda

Oman

Bahrain

Qatar

Kuwait

Jordan

Saudi Arabia

Cyprus

Greece

Bangladesh

Pakistan

Digital Government  
across DCO Member States
DCO Member States are at varying stages of digital government adoption and maturity. This section 
provides a non-exhaustive list of the digital government policy landscape within the DCO ecosystem. 

Bahrain

Cyprus

The Gambia

Greece

Kuwait

Nigeria

Rwanda

Qatar

Saudi Arabia

Oman

Djibouti

Ghana

Morocco

Jordan

Bangladesh
Bahrain Open Data Portal, Digital Government Strategy 2022

eGovernment Strategy (EU)

National Digital Transformation Strategy (includes 
e-government services), National Digital Economy Master 
Plan 2023-2033 (includes digital government component)

eGovernment Strategy (EU)

Kuwait National Development Plan 2020-2025

National Digital Economy Policy and Strategy 2020-2030

ICT Sector Strategic Plan III (2018-2024) (includes 
e-government component), ICT for Governance Cluster 
Strategy 2020-2024

Qatar e-Government 2020 Strategy, Qatar Digital 
Government 2026 (expected)

Smart Government Strategy. Government program to 
accelerate the sustainable digital transformation of the 
government sector, Digital Experience Maturity Index 
for Government Services

e-Oman Strategy

Digital Economy and Innovation Roadmap, Djibouti 
Smart Nation Roadmap

Ghana Digital Acceleration Project 2022-2027 (includes 
e-government component)

Digital Strategy 2030

e-Government (SMART) Program

e-Government Master Plan for Digital Bangladesh

Pakistan
Digital Pakistan Policy

Morocco

Nigeria
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https://bh.bh/new/en/digitalfirst_en.html#:~:text=Through%20its%20Digital%20Government%20Strategy,Kingdom's%20public%20and%20private%20sectors
https://commission.europa.eu/business-economy-euro/egovernment_en
https://uneca.org/stories/gambian-national-digital-transformation-strategy
https://mocde.gov.gm/wp-content/uploads/2023/10/Final-The-Gambia-Digital-Economy-Master-Plan-2023-20233.pdf
https://mocde.gov.gm/wp-content/uploads/2023/10/Final-The-Gambia-Digital-Economy-Master-Plan-2023-20233.pdf
https://commission.europa.eu/business-economy-euro/egovernment_en
https://media.gov.kw/assets/img/Ommah22_Awareness/PDF/NewKuwait/Revised KNDP - EN.pdf
https://www.ncc.gov.ng/documents/883-national-digital-economy-policy-and-strategy/file
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Policies/ICT_SECTOR_PLAN_18-24_.pdf
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://www.minict.gov.rw/fileadmin/user_upload/minict_user_upload/Documents/Strategies/ICT4_GOV_CLUSTE...TEGY_2020-2024.pdf
https://services.hukoomi.gov.qa/assets/documents/qatar-e-government-2020-strategy-executive-summary-english.pdf
https://services.hukoomi.gov.qa/assets/documents/qatar-e-government-2020-strategy-executive-summary-english.pdf
https://www.my.gov.sa/wps/portal/snp/aboutksa/smartstrategy/?lang=en#:~:text=Vision,-Vision&text=The%20Smart%20Government%20Strategy%20(2020%2D2024)%20defines%20the%20Kingdom's,to%20deliver%20more%20for%20less.
http://dga.gov.sa/en/results-digital-experience-maturity-index-2023
http://dga.gov.sa/en/results-digital-experience-maturity-index-2023
https://www.ita.gov.om/itaportal/Data/English/DocLibrary/FID2010921144034803/ITA_e.oman_eng_new.pdf
https://www.undp.org/djibouti/news/launch-roadmap-digital-economy-and-innovation
https://www.fsd.dj/meni-and-fsd-sign-a-memorandum-of-understanding-for-the-implementation-of-investments-in-the-digital-and-innovation/
https://www.fsd.dj/meni-and-fsd-sign-a-memorandum-of-understanding-for-the-implementation-of-investments-in-the-digital-and-innovation/
https://ir.parliament.gh/bitstream/handle/123456789/2556/Ghana Digital Acceleration.pdf?sequence=1&isAllowed=y
https://www.cg.gov.ma/en/node/11854#:~:text=The%20Maroc%20digital%202030%20strategy,and%20jobs%2C%22%20he%20explained
https://modee.gov.jo/En/Pages/eGovernment_Program
https://www.dhakatribune.com/op-ed/2022/12/24/smart-bangladesh-sheikh-hasinas-bold-move-based-on-bangabandhus-philosophy
https://www.ita.gov.om/itaportal/Data/English/DocLibrary/FID2010921144034803/ITA_e.oman_eng_new.pdf
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Digital  
Identity4

Digital identity systems are a core element of DPI, serving as a cornerstone for secure 
and inclusive digital economies. They are crucial for enabling access to services, 
ensuring trust in digital interactions, and supporting the efficient delivery of public 
services. Additionally, digital identity plays a vital role in promoting financial inclusion 
and enhancing personal security. 

4.1 Overview
Legal identity is a core human right as 
recognized by the Universal Declaration of 
Human Rights article 6, International Covenant 
on Civil and Political Rights article 16 and by 
Sustainable Development Goal 16.9, which aims 
to provide “legal identity for all, including birth 
registration, by 2030”. Digital identity serves as 
a crucial enabler in accessing this fundamental 
right, ensuring that individuals can securely and 
effectively exercise their legal identity in the 
digital age.

Legal identity enables people to access basic 
services, such as health, education, social 
protection, and justice, as well as to participate in 
civic and economic activities. However, according 
to the World Bank, more than one billion people 
in the world lack any form of legal identity, and 
many more have identity documents that are not 
accepted in the digital realm.

Digital identity is not a static concept, but rather 
a dynamic and contextual one, which depends on 
the purpose and scope of its use. Depending on 
the level of assurance and verification required, 
digital identities can be categorized into different 

types, such as biometrics, electronic national 
cards, mobile IDs, or virtual documents:

Biometrics are usually considered as 
the most secure type of digital identity, 

as they rely on the physical or behavioral 
characteristics of a person, such as fingerprints, 
facial recognition, or iris scans. However, they 
also raise the most privacy and ethical concerns, 
as they can be used for surveillance and 
discrimination.  

Electronic national cards are one of the 
most common types of digital identity, as 

they are issued by governments and recognized 
by law as proof of identity and citizenship. 
However, they may not be interoperable with 
other systems or countries, and they may 
exclude people who do not have access to them.  

Mobile IDs are considered a convenient 
type of digital identity, as they use 

smartphones as a platform for storing and 
verifying identity credentials. However, they 
may not be universally accepted or secure, 
and they may depend on the availability and 
affordability of mobile devices and networks.  

https://www.undp.org/africa/blog/having-legal-identity-fundamental-human-rights
https://www.undp.org/africa/blog/having-legal-identity-fundamental-human-rights
https://www.undp.org/africa/blog/having-legal-identity-fundamental-human-rights
https://unstats.un.org/legal-identity-agenda/
https://id4d.worldbank.org/global-dataset
https://id4d.worldbank.org/global-dataset
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Virtual documents are a flexible type 
of digital identity, as they allow users to 

create and manage their own digital credentials, 
such as a mobile driver’s license or a verifiable 
credential. However, they may not be legally 
valid or trusted by third parties, and they may 
require a standardized framework for issuing 
and verifying them. 

As the world becomes increasingly digitized, 
especially after the COVID-19 pandemic, the need 
for reliable and secure digital identity systems 
becomes more urgent. Digital identity being a 
core element of DPI, enabling seamless access 
to public and private services, plays a crucial role 
in accessing finance and payments by allowing 
individuals to securely prove their identity and 
creditworthiness online. When integrated with 
other DPI elements such as payment systems 
and data exchange platforms, digital identity 
facilitates efficient service delivery, ensuring that 
public and financial services are both accessible 
and secure. This interconnectedness within DPI 
enhances overall functionality and supports 
inclusive digital ecosystems.

However, all these benefits depend on the trust 
system that underpins digital identity, which 
involves proving one’s identity, verifying it, and 
ensuring interoperability with other trusted 
systems. The concept of digital identity is 
therefore closely linked with digital trust systems 
and mechanisms, which require technical, legal, 
and ethical standards to ensure security, privacy, 
and inclusion.

4.2 Key trends and developments
Digital identity is a rapidly evolving field, 
reflecting the growing need for secure, 
efficient, and accessible identification 
systems worldwide. According to the World 
Bank Group, over 90% of countries now use 
a digital database for identity management, 
with 65% implementing digital verification 
or authentication for in-person transactions. 

The European Council approved 
the eIDAS Regulation: In April 2024, 
the electronic Identification, Authentication 
and trust Services (eIDAS) Regulation, 
which aims to harmonize digital identity 
and trust services in the European Union, 
was approved by the European Council. The 
main innovation is the establishment of the 
“European Digital Identity Wallet” or “EUDI 
Wallet”. This new electronic identification 
tool enables users to verify their identity 
and access various public and private 
services across the EU. Moreover, users can 
sign documents with qualified electronic 
signatures and use it for strong customer 
authentication (SCA) purposes.

Australian Parliament passes the 
Digital ID Bill: In May 2024, the Digital 
ID Bill, introduced alongside the Digital ID 
(Transitional and Consequential Provisions) 
Bill 2023, was passed by the Australian 
Parliament. This legislation establishes a 
voluntary Accreditation Scheme for digital 
ID service providers, designed to provide 
more convenient and secure online identity 
verification for individuals.

Developments

Find out more

Find out more

https://thedocs.worldbank.org/en/doc/986dd9037b9a907bb81b9b17c7670d34-0050112023/original/DPI-Workshop-Models-and-Trends-for-Digital-Identity-Anna-Metz.pdf
https://thedocs.worldbank.org/en/doc/986dd9037b9a907bb81b9b17c7670d34-0050112023/original/DPI-Workshop-Models-and-Trends-for-Digital-Identity-Anna-Metz.pdf
https://www.european-digital-identity-regulation.com/
https://www.aph.gov.au/Parliamentary_Business/Bills_LEGislation/Bills_Search_Results/Result?bId=s1404


23 - DCO Policy Watch | Sep 2024

The trend towards Digital ID emphasizes 
continuous innovation in authentication factors, 
greater user choice, and a shift from bundled 
identities to attribute-based identities sourced 
from various providers. The goal is to place 
the individual at the center of data sharing, 
ensuring that digitalization enhances inclusion 
rather than becoming a barrier.

Europe

In the EU, there has been an agenda for promoting 
the development of a common framework for 
secure and interoperable electronic identification 
(eID) and trust services across its Member States, 
to facilitate cross-border transactions and access 
to public and private services.

Several EU Member States have launched 
initiatives and policies to foster the adoption 
and innovation of digital identity solutions. For 
example, Estonia’s, e-Residency program offers a 
government-issued digital identity for accessing 
Estonia’s business environment. Estonia has 

Around 35% have digital identity solutions for 
online transactions.

Different approaches to Digital ID 
implementation include centralized systems 
with a single identity provider (IDP), federated 
models with multiple IDPs, and decentralized 
models using verifiable credentials. These 
architectures aim to balance security, privacy, 
and user accessibility while mitigating risks of 
exclusion and ensuring data protection.

Saudi Ministry Introduces Electronic 
Verification for Pilgrims: In May 2024, 
the Saudi Ministry of Interior introduced 
a digital identity service for pilgrims with 
a Hajj visa, as part of the nation’s digital 
transformation efforts aligned with Saudi 
Vision 2030. This service, created in 
collaboration with the Ministries of Foreign 
Affairs and Hajj and Umrah, as well as 
the Saudi Data and Artificial Intelligence 
Authority (SDAIA), allows pilgrims to verify 
their identity electronically via the Absher 
and Tawakkalna platforms. 

Vietnam introduced the new 
digital identity system: In June 2024, 

Vietnam introduced Decree 69/2024/ND-
CP which is aimed at advancing its digital 
transformation efforts through “Project 
06,” which aims to modernize the economy 
and public services. A key element of 
this initiative is the new national identity 
system, encompassing civil registration, 
digital ID, and authentication. As part 
of this, Vietnam has introduced draft 
regulations on electronic identification (e-
ID) and authentication, applicable to both 
foreign and domestic entities involved in 
registration procedures. 

Latest developments

Find out more

Find out more

Centralized Federated Decentralized

https://www.e-resident.gov.ee/
https://www.absher.sa/
https://ta.sdaia.gov.sa/index-en.html
https://www.arabnews.com/node/2510936/saudi-arabia
https://vietnamlawmagazine.vn/new-decree-on-electronic-identification-and-authentication-noteworthy-points-72178.html


DCO Policy Watch | Sep 2024 - 24

adopted a centralized, government-led digital 
identity system which is centered around its 
e-Residency and digital ID card, and uses a 
highly secure, government-issued PKI (Public 
Key Infrastructure) to provide broad access to 
e-services.

Similarly, Germany’s nPA (neuer Personalausweis) 
national identity card includes a chip for online 
authentication and electronic signatures. More 
recently, the UK has been developing the ‘One 
Login for Government’ system, which aims 
to streamline access to public services by 
providing a unified digital identity for all citizens. 
Additionally, countries like Finland and Belgium 
have implemented advanced digital ID systems, 
further demonstrating the widespread adoption 
across Europe.

Asia-Pacific (APAC):

The digital identity policy area in the Asia-Pacific 
(APAC) region is characterized by diverse and 
dynamic developments, reflecting the different 
economic, social, and political contexts of the 
countries.

Many countries in the region have initiated or 
expanded their national identity programs, such 
as India’s Aadhaar, Indonesia’s e-KTP, Pakistan’s 
NADRA, and the Philippines’ PhilSys, Vietnam’s 
VNeID, Singapore’s SingPass, Malaysia’s My 
Identity and Thailand’s The Digital ID framework to 
provide universal and verifiable identification for 
their citizens. 

Countries like India and Singapore have taken an 
inclusive approach. India’s Aadhaar system is a 
vast, biometrics-based national identity program, 
primarily focusing on financial inclusion and public 
service access for a diverse population. Singapore’s 
SingPass is more focused on integrating everyday 
governmental and private services into a single, 
user-friendly digital ID platform, using mobile 
authentication to simplify access.

In addition to national initiatives, some 
regional and sub-regional cooperation 
efforts have emerged to foster dialogue and 
collaboration on digital identity issues among 
different stakeholders, such as governments, 
private sector, civil society, and international 
organizations. For instance, the ASEAN Digital 
Integration Framework provides a common vision 
and guiding principles for the development of 
digital ID systems.

North America

The United States adopts a decentralized method 
for digital identity legislation. Although there are 
federal guidelines like the NIST Special Publication 
800-63 Digital Identity Guidelines, there is no 
unified federal digital identity policy or framework. 
Instead, the US depends on a mix of State and 
sector-specific laws and regulations to develop 
digital identity policies. As such, the US does 
not have a unified national digital ID framework, 
relying instead on state-specific and sector-
specific regulations. 

Canada has also been developing a national 
digital identity strategy based on the principles 
of privacy, security, interoperability and user-
centricity. The Pan-Canadian Trust Framework 
(PCTF) is a key component of this strategy, as it 
provides a set of standards and guidelines for 
verifying the trustworthiness of digital identity 
services and networks.

Middle East and North  
Africa (MENA)

The MENA region exhibits a range of digital 
identity developments, from emerging 
frameworks to advanced systems leveraging 
cutting-edge technologies. Saudi Arabia’s 
Absher platform, launched in 2015, uses secure 
web and mobile technologies, integrating multi-

https://www.personalausweisportal.de/Webs/PA/EN/home/home-node.html
https://www.gov.uk/using-your-gov-uk-one-login
https://www.gov.uk/using-your-gov-uk-one-login
https://uidai.gov.in/en/
https://setkab.go.id/en/govt-issues-new-regulation-on-electronic-id/
https://www.nadra.gov.pk/
https://philsys.gov.ph/
https://en.vneconomy.vn/vietnam-streamlines-online-public-services-with-nationwide-vneid-adoption.htm
https://www.tech.gov.sg/products-and-services/for-citizens/digital-services/singpass/
https://www.myidentity.gov.my/
https://www.myidentity.gov.my/
https://thailand.go.th/issue-focus-detail/001_05_005-2
https://asean.org/wp-content/uploads/2020/12/Adopted-ASEAN-Digital-Integration-Framework.pdf
https://asean.org/wp-content/uploads/2020/12/Adopted-ASEAN-Digital-Integration-Framework.pdf
https://pages.nist.gov/800-63-3/
https://pages.nist.gov/800-63-3/
https://diacc.ca/wp-content/uploads/2016/08/PCTF-Overview-FINAL.pdf
https://www.absher.sa/wps/portal/individuals/static/footer/about/
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factor authentication (MFA) and biometrics 
to facilitate over 200 government services, 
such as passport renewals and traffic fine 
payments.

UAE PASS, employs biometric authentication, 
digital signatures, and blockchain technology 
to ensure secure, immutable transactions 
across both government and private sectors. 
This platform supports various services, 
including healthcare, banking, and utility 
management, enabling users to access these 
services through a single, unified digital 
identity. Qatar Digital identity (QDI), similarly, 
uses advanced cryptographic techniques and 
biometric verification to provide secure access 
to a range of services. This system is designed 
to link digital identities to a wide array of 
government services, enhancing security and 
efficiency.

These digital identity systems in the MENA 
region streamline access to services and 
reflect a strategic embrace of advanced 
technologies such as biometrics, blockchain, 
and cryptography to ensure the security 
and effectiveness of digital interactions. As 
these systems continue to evolve, they will 
play an important role in the region’s digital 
transformation, supporting both national and 
regional goals for modernizing government 
and private sector interactions.

Sub-Saharan Africa

Digital identity policies in sub-Saharan Africa 
are evolving as different countries move 
forward with their programs in order to 
provide their populations with reliable and 
verifiable identification methods. A study 
estimated that digital identity could generate 
up to 6% of GDP growth in Africa by 2030, 
by reducing transaction costs, increasing 
efficiency, and creating new markets and 
opportunities.

For example, Ghana’s National Identification 
Authority (NIA) is rolling out the Ghana Card 
project, a biometric smart card that uses 
fingerprint and facial recognition technology. 
This multi-purpose card is designed to serve 
as a secure identification method across 
various sectors, including banking, healthcare, 
and voting.

Additionally, Kenya’s Huduma Namba project 
is a centralized digital identity system that 
assigns a unique personal identification 
number (PIN) to every citizen and resident, 
based on biometric and demographic data. 
This system uses biometric technologies like 
fingerprints and iris scans to ensure secure 
and accurate identity verification across 
government services, including social benefits 
and healthcare.

Both projects highlight the region’s 
commitment to using digital identity systems 
to drive socioeconomic development and 
enhance access to essential services, while 
also addressing challenges such as identity 
fraud and inclusion. 

The road ahead 

As mentioned in the DCO’s Digital Economy 
Trends report, digital identity is key part 
of modernizing public services and is 
the cornerstone of access management, 
authentication, and authorization, facilitating 
a safe and secure online environment and 
enabling essential cybersecurity and data 
protection measures. Therefore, digital identity 
is a foundational requirement for digital 
government, as it enables the establishment 
of trust mechanisms between the government 
and the citizens. This trust mechanism can be 
enhanced by the private sector’s involvement, 
but not substituted, as providing and digitizing 
a citizen identity is the fundamental role of the 
government. 

https://uaepass.ae/
https://uaepass.ae/
https://www.mckinsey.com/capabilities/mckinsey-digital/our-insights/digital-identification-a-key-to-inclusive-growth
https://nia.gov.gh/the-ghanacard-introduction/
https://nia.gov.gh/the-ghanacard-introduction/
https://confirmation.hudumanamba.go.ke/
https://dco.org/digital-economy-trends-2024-report/
https://dco.org/digital-economy-trends-2024-report/
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Looking ahead, the COVID-19 pandemic 
has highlighted the global relevance of 
accelerated digital identity requirements. With 
the rise of digital payments, globalization, 
and digitization, there is no turning back to 
physical-only forms of documentation, such 
as paper or identification cards. Nations that 
capitalize on the early advantages of digital 
identity will become early innovators and 
adopters of trusted and interoperable digital 
identity solutions. With ongoing elections in 
multiple countries in 2024 and issues such as 
deepfakes and disinformation, governments 
must be proactive in ensuring their citizens 
feel safe and heard.

One of the key challenges for the future of 
digital identity policy is to ensure that the 
principles of privacy, security, inclusion, 
and innovation are respected and balanced 
across different jurisdictions and sectors. The 
emergence of decentralized and self-sovereign 
identity solutions, which give users more 
control over their own data and credentials, 
poses new questions for regulators and 
policymakers on how to establish credible 
standards and interoperable systems, 
as well as protect users from potential 
risks and harms. Moreover, the increased 
use of biometric and behavioral data for 
authentication and verification purposes raises 
ethical and social concerns about the potential 
misuse or abuse of such sensitive information 
if they fall into the wrong hands.

Therefore, it is crucial for stakeholders 
involved in the digital identity ecosystem 
including governments, the private sector, 
civil society, and academia to collaborate 
and coordinate their efforts to develop and 
implement effective and responsible digital 
identity policies. These efforts are essential to 
fostering trust, inclusion, and innovation in the 
digital economy and are integral to building 
and strengthening DPI on a global scale. 

Upcoming events

Identity Week Asia 2024
Singapore | 22-23 October 202 

Find out more

Think Digital Identity and 
Cybersecurity for Government
London, UK | 24 October 2024 

Find out more

https://www.terrapinn.com/exhibition/identity-week-asia/index.stm
https://thinkdigitalpartner.zohobackstage.eu/ThinkDigitalIdentityandCybersecurityforGovernment
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The Gambia
Ghana

Djibouti
Rwanda

Oman

Bahrain

Qatar

Kuwait

Jordan

Saudi Arabia

Cyprus

Bangladesh

Pakistan

Digital identity policies and strategies  
across DCO Member States
Digital identity systems are being developed across the DCO ecosystem. A non-exhaustive list of digital 
identity policies and systems in DCO Member States includes:

Bahrain

Cyprus

The Gambia

Kuwait

Nigeria

RwandaQatar

Saudi Arabia

Oman

Djibouti

Ghana

Morocco

Jordan

Bangladesh
OneID

Digital Cyprus 2025

Gambia National Digital Identity Strategy (2023)

Kuwait Mobile ID

National Identification Number (NIN)

National IDQatar Digital ID

Absher Platform

eID and Mobile ID

Djibouti Vision 2035

Ghana Card

National Electronic Identity Card

National ID Project

National Identity (NID) Project (2016)

Pakistan
National Database and Registration Authority (NADRA)

Morocco

Nigeria
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https://beyonconnect.com/products-services/oneid/
https://dsf.dmrid.gov.cy/wp-content/uploads/2022/11/Digital-Strategy-2020-2025.pdf
https://www.uneca.org/sites/default/files/TCND/Digital ID Transformation Strategy _Gambia V_9.pdf
https://hawyti.paci.gov.kw/English/Home.aspx
https://www.nfcw.com/2022/05/09/377050/morocco-launches-national-digital-identity-platform/
https://www.nida.gov.rw/
https://www.qna.org.qa/en/News-Area/News/2022-05/25/0081-ministry-of-interior-launches-digital-id-card-app
https://www.absher.sa/wps/portal/individuals/Home/homepublic
https://www.nfcw.com/2022/05/09/377050/morocco-launches-national-digital-identity-platform/
https://economie.gouv.dj/wp-content/uploads/vision-2035-anglais.pdf
https://nia.gov.gh/
https://www.nfcw.com/2022/05/09/377050/morocco-launches-national-digital-identity-platform/
https://nia.gov.gh/
https://web.archive.org/web/20180517001739/http:/www.gulf-times.com/story/515953/Bangladesh-launches-smart-national-ID-cards
https://www.nadra.gov.pk/


DCO Policy Watch | Sep 2024 - 28

Open
Data5

Data is a vital resource that powers the the digital economy. Unlocking the full 
potential of data is critical to enabling a data-driven digital economy. This involves 
promoting evidence-based decision-making through improved data access, 
maximizing the benefits of cross-border data flows by aligning governance policies 
and regulations, and tapping into the wealth of public sector information to 
strengthen government-citizen interactions. Open Data policies play a key role in 
achieving these goals. 

Open Data, particularly Open Government Data (OGD), is a core element of DPI. OGD 
involves making government datasets freely available, promoting transparency, 
innovation, and efficient service delivery. Open data portals are integral to DPI.

5.1 Overview
Open data, according to the Open Knowledge 
Foundation, refers to “data that can be 
freely used, re-used and redistributed by 
all – subject, at most, to the requirement to 
attribute and share alike.” A key element of 
open data is its interoperability, enabling 
various datasets to be accessed and utilized by 
various organizations for different purposes.

Open Government Data (OGD) enables 
seamless integration across systems, allowing 
data from different public sources to be 
combined and used for public services. For 
example, open data in transportation networks 
facilitates real-time applications that improve 
urban mobility, as seen in Helsinki’s public 
transit system. Open Data portals not only 
improve service delivery but also empower 
citizens and businesses by providing the tools 

needed to innovate and participate in the 
digital economy.

Open Data stakeholders are categorized 
into four key advocacy groups: civil society 
and academia, the private sector, national 
governments, and multilateral organizations. 
Civil society and academic organizations 
promote open data to enhance social equity 
and economic opportunity. The private 
sector contributes through initiatives such 
as Foundation Twenty-Nine’s HealthData 
29 project supported by Microsoft, and 
Google’s COVID-19 Open Data Repository, 
aligning with their corporate missions. 
National governments drive OGD to enhance 
transparency and improve public service 
delivery. Multilateral organizations collaborate 
with governments to compile and share large 
datasets that underpin global initiatives.

https://okfn.org/en/who-we-are/
https://okfn.org/en/who-we-are/
https://opendatahandbook.org/guide/en/what-is-open-data/
https://opendatahandbook.org/guide/en/what-is-open-data/
https://opendatahandbook.org/guide/en/what-is-open-data/
https://opendatahandbook.org/guide/en/what-is-open-data/
https://www.healthdata29.org/
https://www.healthdata29.org/
https://health.google.com/covid-19/open-data/
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In order to assess the openness of data, several 
organizations have proposed principles or criteria, 
that include: 

1. The International Open Data Charter, which 
was founded in 2015 and adopted by 27 
governments from all regions, including 
Europe, Africa, and LATAM. This is a set of 
principles and best practices that guide 
governments on how to release open data to 
the public. 

2. The FAIR principles, which advocate for the 
Findability, Accessibility, Interoperability and 
Reuse of digital assets; and 

3. The Open Definition, which defines “openness” 
of data and content, which means “anyone can 
freely access, use, modify, and share for any 
purpose (subject, at most, to requirements 
that preserve provenance and openness).”

The key characteristics of an Open Data Portal, 
as per the EU-financed Open Universal Science 
(OPUS) project, are captured in the figure below:

These suggest that all Open Data should have 
characteristics associated to availability and 
access, reuse and redistribution, universal 
participation, timeliness and completeness, quality 
and accuracy, metadata and documentation, 
standards and interoperability, and privacy and 
security. 

OGD plays a vital role in DPI by enabling data-
driven decision-making and improving public 
service coordination. As more governments adopt 
open data policies, the potential for innovative 
solutions in sectors such as healthcare, education, 
and transportation continues to grow. However, 
challenges remain, including the need to protect 
personal data, ensure data quality, and promote 
the widespread adoption of open data standards.

Figure 4: Key Characteristics of an Open Data Portal
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https://opendatacharter.org/
https://www.go-fair.org/fair-principles/
https://opendefinition.org/
https://opusproject.eu/openscience-news/opening-data-to-the-world-empowering-societies-through-transparency-and-collaboration/


DCO Policy Watch | Sep 2024 - 30

5.2 Key trends and developments 

Recent developments in open data policies are 
shaped by the economic potential that open 
data harbors, as a crucial commodity within the 
digital economy. Consequently, there is growing 
demand by businesses and entrepreneurs to 
access and leverage this data, as governments 
strive to ensure data protection and digital 
literacy are equally developed in tandem with, 
if not ahead of, open data policies. Within every 
geographical region, there are examples of 
nations who have prioritized the development 
of their open data policies and platforms and 
started to reap the rewards, and of those who 
have more recently turned their attention 
towards this area. 

EU

The European Union’s Open Data Directive is 
regarded as a cornerstone of the European open 
data strategy, having come into force in 2019 
and bolstered by the addition of the concept 
of high-value data sets in 2022. This policy is 
committed to fair competition and transparency 
and aims to create a common European market 
for government-held data. EU Member States 
were consequently tasked with transposing this 
policy into their national law by July 2021, with 
four countries facing late to no transposition 
infringement procedures. Building on the 
General Data Protection Regulation (GDPR) and 
Data Governance Act, this Open Data Directive is 
testament to the EU’s commitment to steering, 
coordinating and tracking data governance 
across the region. 

Key points of EU the policy include:

• Encouraging EU countries to make as much 
information available for reuse as possible.  

• Stimulating the publishing of dynamic data 
and the use of APIs.  

L

EU Open Data Directive: In June 2024, 
the European Commission Implementing 
Regulation came into force, complementing 
the EU Open Data Directive. The Commission 
set out a list of six topic areas in which the 
reuse of high-value datasets ought to be 
ensured to maximize the their socioeconomic 
benefits. These are geospatial, earth 
observation and environment, meteorological, 
statistics, companies and company 
ownership, and mobility. 

GSA launches Open Government 
Federal Advisory Committee (OG 
FAC): In April 2024, the US General Services 
Administration (GSA) announced plans to 
create an OG FAC and invite nominations for 
membership. This committee will support 
the GSA in creating, implementing and 
monitoring open government initiatives. 

OECD OURdata Index: In December 
2023, the OECD issued the findings of the 
4th edition of the OECD Open, Useable and 
Reusable data (OURdata) Index for 2023. 
This Index serves as a key public governance 
indicator and indicates the progress made 
by governments in leveraging open data to 
support policy reform. 

Latest developments

Find out more

Find out more

Find out more

https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1561563110433&uri=CELEX:32019L1024
https://gdpr-info.eu/
https://gdpr-info.eu/
https://data.europa.eu/sites/default/files/report/High-value Datasets Best Practice Report.pdf
https://www.gsa.gov/about-us/newsroom/news-releases/gsa-launches-open-government-federal-advisory-committee-to-advise-on-governmentwide-transparency-efforts-04262024
https://www.oecd.org/en/publications/2023/12/2023-oecd-open-useful-and-re-usable-data-ourdata-index_cc9e8a9e.html
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• Focusing on written texts, databases, audio 
files, and film fragments, but not applying to 
educational, scientific, and research data.  

• Covering data held by public sector bodies at 
all levels, including ministries, state agencies, 
and municipalities, as well as content held by 
museums, libraries, and archives.  

• Limiting the exceptions that allow public 
bodies to charge more than the marginal costs 
of dissemination for the re-use of their data.  

• Enlarging the scope to include data held 
by public undertakings and research data 
resulting from public funding, with specific 
rules for re-use and charges. 

Beyond the European Union, there are notable 
developments such as the establishment of 
national data portals in the UK and Switzerland, 
for which the datasets are regularly expanded 
and updated. Additionally, whilst Lichenstein’s 
open data policy is still under development, data 
is already easily accessible for the public. 

The European Data Portal (EDP) is a key resource 
that conducts an annual benchmark assessment 
of open data across the continent. The 2023 
report encompassed 35 countries, and the 
average maturity score stood at 79% overall, 
and at 83% for EU countries, both increasing 
marginally from the previous year. 

Asia-Pacific (APAC)

Open data policy formulation and implementation 
are growing priorities across the APAC region, 
with nations reaching significant milestones. 
Bangladesh and Nepal have both established 
national open data portals, with Bangladesh 
further advancing by releasing a comprehensive 
Open Data Strategy. Pakistan, Mongolia, and 
Sri Lanka are in the process of developing 

their open data policies, focusing on enhancing 
transparency, fostering innovation, and 
supporting economic growth through greater 
data accessibility.

Several APAC countries have benefited from pre-
existing data privacy regulations in shaping their 
open data policies. For example, China and India 
are investing heavily in mapping national policy 
networks and data ecosystems. This strategic 
focus will enable both nations to implement open 
data strategies more consistently at the national 
level and fully harness the economic potential of 
open data. These efforts are crucial in ensuring 
that open data initiatives align with broader OGD 
frameworks and integrate into their DPI, driving 
both governance and economic development.

In addition to these initiatives, countries like 
Australia, Malaysia, Korea, and Japan have 
developed advanced open data policies, 
supported by comprehensive platforms or 
portals with extensive data sets. These nations 
have set ambitious timelines, often spanning 
three years or more, within their strategies. 
Their policies not only prioritize data availability 
and interoperability but also incorporate 
strong governance mechanisms, data privacy 
safeguards, and ethical guidelines to ensure 
responsible data use.

Case study 
Korea’s OGD Journey: Korea’s Open 
Government Data (OGD) initiative, rooted in 
the 2013 “Act on Promotion of the Provision 
and Use of Public Data,” has established the 
country as a leader in digital transparency 
and innovation. The central Public Data Portal 
(data.go.kr) provides access to over 80,000 
datasets across various sectors, including 
transportation and healthcare. A key feature 
of Korea’s OGD approach is its emphasis 
on data quality, ensured through the Public 
Data Quality Management System, which 
mandates regular audits and adherence to 

https://digital-strategy.ec.europa.eu/en/policies/legislation-open-data
https://data.europa.eu/en/news-events/events/eu-open-data-days-2025
https://sid.portal.gov.bd/sites/default/files/files/sid.portal.gov.bd/notices/e1531b3c_460d_49a6_82bf_36b9b61b8b1d/Open Government Data(OGD) Strategy 2016.pdf
https://elaw.klri.re.kr/eng_mobile/viewer.do?hseq=47133&type=part&key=4#:~:text=The%20purpose%20of%20this%20Act,through%20the%20utilization%20of%20such
https://elaw.klri.re.kr/eng_mobile/viewer.do?hseq=47133&type=part&key=4#:~:text=The%20purpose%20of%20this%20Act,through%20the%20utilization%20of%20such
https://www.data.go.kr/
https://www.data.go.kr/
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strict standards. This initiative has led to 
significant innovations, such as real-time 
transit apps like “Seoul Bus” and “Kakao 
Metro,” and has been important in the 
country’s effective COVID-19 response, where 
open access to health data enabled the 
development of apps that supported public 
health efforts.

 
By linking these open data policies with broader 
DPI initiatives, APAC countries are enhancing 
service delivery and citizen engagement, 
and positioning themselves to leverage the 
economic benefits of open data. This alignment 
with OGD and DPI efforts demonstrates a 
commitment to building resilient and inclusive 
digital economies while simultaneously 
addressing the critical issues of data privacy, 
security, and ethical data use.

Americas

Across the Americas, there are varying levels 
of development and implementation of open 
data policies. Beyond ensuring governments 
have sufficient data policies in place, there is 
recognition of the need to provide quality data for 
these open data regimes. 

Canada ranked highly in the OECD 2023 report 
and its open data policy, Open Government, 
illustrates Canada’s commitment to enhancing 
transparency, accountability, and citizen 
engagement. Canada’s high ranking is attributed 
to its robust open government policies, which 
emphasize transparency, accountability, and 
citizen engagement. The policies are further 
supported by strong legal frameworks and tools, 
such as the Open Government Portal and the 
Directive on Open Government which support the 
proactive release of high-quality data, and the 
active involvement of stakeholders in the open 
data ecosystem.

In the US, the development of open data polices 
consists of a federal approach and a state-led 
approach, resulting in an uneven development 
of policymaking. The Federal Data Strategy and 
the ten-year vision it entails, sit alongside state 
policy. The Federal Government maintains Data.
Gov as its open data portal, with most states also 
having their own open data portals. The Software 
Alliance (BSA) includes a useful tracker on the 
maturity of open data policies, though has not 
been updated since 2022. 

Within Latin America, the development of open 
data polices is still in the relatively early stages 
and varies greatly across the region. The Open 
Government Data Policies of Brazil, Colombia, 
Uruguay, and Argentina illustrate growing 
momentum to promote the availability and use of 
open data, as others focus efforts on developing 
their data policies, before moving to develop 
their approaches to open data. Likewise, there 
is variation in policy development across the 
Caribbean: Jamaica and the Dominican Republic 
have both launched open data portals and Haiti 
became the first country in the region to release 
budget data. 

Middle East and North  
Africa (MENA)

There are various open data initiatives in the 
MENA region, including in Saudi Arabia, the UAE, 
Qatar, Oman and Jordan, who have developed 
open data policies, portals, and platforms, 
contributing to the trend of data democratization 
and a culture of data confidence and data 
sharing. 

Saudi Arabia’s national open data portal was 
launched by the Saudi Data and Artificial 
Intelligence Authority (SDAIA). This portal 
provides access to a wide range of datasets 
across various sectors, including healthcare, 
environment, and transportation. For example, 

https://www.oecd.org/en/publications/2023/12/2023-oecd-open-useful-and-re-usable-data-ourdata-index_cc9e8a9e.html
https://open.canada.ca/en/about-open-government
https://www.oecd-ilibrary.org/governance/open-government-scan-of-canada_1290a7ef-en
https://search.open.canada.ca/data/
https://www.tbs-sct.canada.ca/pol/doc-eng.aspx?id=28108
https://strategy.data.gov/
https://data.gov/
https://data.gov/
https://www.bsa.org/
https://www.bsa.org/
https://opendatabarometer.org/4thedition/regional-snapshot/caribbean/
https://opendatabarometer.org/4thedition/regional-snapshot/caribbean/
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the healthcare datasets have been instrumental 
in driving research and innovation, particularly 
during the COVID-19 pandemic, where real-time 
data on infection rates and vaccine distribution 
played a critical role in the country’s response. 
The portal also supports the government’s Vision 
2030 by promoting transparency and citizen 
engagement, thus fostering a culture of data-
driven decision-making.

The UAE’s open data initiatives are led by the UAE 
Government Portal, which offers comprehensive 
datasets spanning sectors such as education, 
economy, and infrastructure. The portal aims to 
enhance public access to government data, which 
in turn supports innovation and efficient service 
delivery. For instance, in the transportation sector, 
open data has been used to optimize public transit 
routes and improve traffic management systems 
in cities like Dubai and Abu Dhabi. 

In Qatar, open data efforts are centered around 
the National Open Data Policy, which mandates 
the sharing of government data with the public 
to promote transparency and innovation. The 
policy is supported by the Qatar Open Data 
Portal, which provides access to datasets from 
various ministries, including finance, health, and 
education. A key example is the finance sector, 
where open data on government spending and 
budget allocations has been made available to 
enhance transparency and public trust. This 
initiative is part of Qatar’s broader strategy to 
diversify its economy and promote sustainable 
development through data-driven policies.

Similar examples exist in Oman, with the 
Oman National Open Data Portal, launched 
by the National Center for Statistics and 
Information, which provides access to a variety 
of datasets, with a focus on economic, social, and 
environmental data. One notable example is the 
publication of environmental data, which has been 
used to monitor and manage natural resources 
more effectively, contributing to the country’s 
environmental sustainability goals. 

Several other MENA nations have deployed 
similar open data portals to accomplish their 
digital transformation goals and guide decision 
making through OGD. Some nations are still 
in the process of developing their open data 
policies and have more nascent data portals. The 
development and implementation of open data 
policies is a key tool to overcome the historical 
overreliance of some in the region on third party 
data and insufficient data regimes. 

Sub-Saharan Africa

In cooperation with the international non-
profit organization, Local Development 
Research Institute (LDRI), the African Open 
Data Network seeks to implement programs 
and conduct research to support socio-
economic development through data sharing 
initiatives and co-ordinate regional efforts 
in this aim. The 2022 African Union’s data 
policy framework emphasizes the importance 
of open data standards and principles of 
open governance and equally, as well as 
the accessibility of data to entrepreneurs, 
innovators and researchers. 

African Nations have reached various levels 
in the development and implementation of 
open data policies. Botswana is focused on 
developing its open data strategy, whereas 
others are prioritizing the enactment of data 
protection laws and enhancing training on 
data governance. Angola and Benin have both 
launched national portals, and the efficiency of 
these portals is largely impacted by the size of 
the datasets made available. The large dataset 
of the Kenyan Open Data Initiative supports 
the national portal and progress has been 
driven by the 2023-2027 open government 
partnership action plan. South Africa National 
Policy on Data and Cloud has also been key in 
driving the creation of a robust data economy 
and the growth of the ICT sector. 

https://www.vision2030.gov.sa/en
https://www.vision2030.gov.sa/en
https://u.ae/en
https://u.ae/en
https://www.data.gov.qa/pages/open_data_policy1/
https://www.data.gov.qa/pages/default/
https://www.data.gov.qa/pages/default/
https://data.gov.om/
https://www.developlocal.org/
https://www.developlocal.org/
https://opendatabarometer.org/africa-open-data-network-lab/
https://opendatabarometer.org/africa-open-data-network-lab/
https://opendatabarometer.org/africa-open-data-network-lab/
https://opendatabarometer.org/africa-open-data-network-lab/
https://angola.opendataforafrica.org/data/#menu=topic
https://benin.opendataforafrica.org/?lang=en
https://www.opengovpartnership.org/documents/kenya-action-plan-2023-2027-december/
https://www.opengovpartnership.org/documents/kenya-action-plan-2023-2027-december/
https://www.data.go.kr/
https://www.data.go.kr/


DCO Policy Watch | Sep 2024 - 34

The road ahead 

Open data platforms, as essential components 
of DPI, will continue to play a critical role in 
enabling efficient service provision to the 
public. By facilitating the free access and 
interoperability of government datasets, these 
platforms allow for seamless integration 
across various sectors, enabling more efficient 
coordination and delivery of public services. As 
governments expand their open data initiatives, 
these platforms will serve as the backbone 
for emerging technologies such as AI, IoT, and 
Big Data, helping to improve decision-making, 
transparency, and innovation.

Moreover, the accessibility of open data through 
these platforms will enable governments to 
respond more effectively to public needs by 
streamlining services in areas like healthcare, 
transportation, and education. As open data 
policies initiatives evolve, these platforms will 
ensure that citizens and businesses alike can 
leverage valuable data, driving further digital 
innovation and enhancing the overall quality of 
services to the public

Open data platforms and policies are 
recognized as a vital component in the delivery 
of ICT-based applications and services in the 
DCO’s Digital Economy Trends report, for 
example in the construction of interconnected 
digitized cities across the globe. The 
development and deployment of data-centric 
emerging technologies, such as Internet of 
Things, Big Data, and AI reaffirms the centrality 
of data in the digital economy. As AI awareness 
has grown, so has the need for governance 
structures, commitments to transparency, and 
a code of ethics. In this way, open data emerges 
as an established solution and open data 
policies are a tool to build trust and confidence 
among users and encourage cross-sectoral and 
cross-regional data sharing. 

A survey conducted by the Open Data Policy Lab 
forecasted data stagnancy throughout 2024 – 

openness is set to advance, but at a slow rate. 
In contrast to the trend where commercial data 
ecosystems are becoming more closed, there is 
more openness across the public sector, most 
likely influenced by the evolution of data privacy 
literacy and related legislation coming out of 
Europe. 

There is a notable move towards open data 
globally to provide public sector Large 
Language Models with data to train AI models. 
The innovative opportunities provided by the 
intersection of open data and AI is illustrated by 
the Indian Avyantar Health Technologies, which 
built a machine learning-powered prediction 
platform to facilitate the early diagnosis of 
neonatal sepsis. Additionally, the Guatemalan 
Afindidata uses AI to create a chatbot and 
provide parents of young children with smart 

Upcoming events

UK Open Technology Conference
London, UK | 4-5 February 2025 

EU Open Data Days
Luxembourg & Online | 19-20 March 2025

World Data Summit
Amsterdam, The Netherlands | 21-23 May 2025

Data Conference 2025
London, UK | 13 March 2025

Find out more

Find out more

Find out more

Find out more

https://dco.org/digital-economy-trends-2024-report/#:~:text=Developed%20through%20a%20state%2Dof,(AI)%2C%20Trust%20Economy%2C
https://opendatapolicylab.org/articles/new-publication-the-current-state-of-open-data-and-data-stewardship-global-perspectives-from-the-data-stewards-alumni/
https://www.avyantra.com/
https://www.unicefventurefund.org/portfolio/afinidata-providing-access-quality-early-childhood-education
https://stateofopencon.com/
https://data.europa.eu/en/news-events/events/eu-open-data-days-2025
https://worlddatasummit.com/europe/#up
https://dma.org.uk/event/data-conference-2025
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healthcare and nutrition assistance, and even 
suggest educational activities. In this way, the 
Open Data x AI approach may accelerate the 
open data push as civil society and the private 
sector look to their governments to make this 
data readily available and accessible. 

For open data to be leveraged in this way 
by emerging technologies, it is imperative 
that governments develop and implement 
the policies, platforms, portals, and datasets 
that make up the key digital infrastructure 
that enable open data to safely and securely 
facilitate these innovations. Nations will seek 
to strengthen their data policies more broadly, 
with a focus on data privacy and security, 
and in doing so, lay the groundwork for data 
regulation.

The usefulness of such policies and 
platforms is dependent on the development 
of comprehensive, transparent datasets to 
facilitate their operation. Countries like Angola, 
Algeria, and Egypt have invested recently in 

the digital infrastructure required to make a 
national portal, although effectiveness could be 
compromised by limited availability of quality 
datasets. There is also demand for access 
to open government data from businesses 
and entrepreneurs in LAC countries. It is 
expected that this demand will accelerate the 
development and implementation of open data 
policies and the provision of datasets to launch 
national portals or platforms in this region. 
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The Gambia
Ghana

Djibouti
Rwanda

Oman

Bahrain

Qatar
Jordan

Saudi Arabia

Cyprus

Greece

Bangladesh

Pakistan

Open data policies  
across DCO Member States
Different DCO Member States have different type of open data schemes in place. 
A non-exhaustive list of these is as follows: 

Bahrain

Cyprus

The Gambia

Greece

Nigeria

Qatar

Saudi Arabia

Oman

Djibouti

Ghana

Morocco

Jordan

Bangladesh
Open Data Policy

Αρχική | National Opendata Portal

Gambia’s Open Data Strategy for 2023-2026

Greece Open Data Policy

Nigeria Open Data Policy

Open Data Policy

Saudi Arabia – Open Data Policy, National Data Platform

Open Government Data Policy

Djibouti Data Portal

Ghana National Data Sharing Policy Draft 3.0, Ghana 
Open Data Initiative

See Morocco Action Plan Commitment 4

Jordan’s Open Data Policy

Open Government Data Strategy 2016

Pakistan
Draft Policy on Open Data

Morocco

Nigeria

Rwanda
National Data Revolution Policy 
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https://www.data.gov.bh/pages/open-data-policy/
https://www.data.gov.cy/
https://mocde.gov.gm/wp-content/uploads/2023/10/Final-Government-Open-Data-Strategy-2023-2026.pdf
https://data.europa.eu/sites/default/files/country-factsheet_greece_2020.pdf
https://www.neiti.gov.ng/cms/wp-content/uploads/2021/08/NEITI-Open-Data-Policy.pdf
https://www.data.gov.qa/pages/open_data_policy1/
https://open.data.gov.sa/en/pages/policies/open-data-policy
https://data.gov.sa/en
https://www.oman.om/docs/default-source/open-data/policies.pdf?sfvrsn=cacc5c5e_4
https://djibouti.opendataforafrica.org/
https://data.gov.gh/sites/default/files/Ghana National Data Sharing Policy Draft 3.0.pdf
https://data.gov.gh/
https://data.gov.gh/
https://www.opengovpartnership.org/members/morocco/commitments/MO0004/
https://portal.jordan.gov.jo/wps/portal/OpenData?lang=en#/manageDataSets
https://sid.portal.gov.bd/sites/default/files/files/sid.portal.gov.bd/notices/e1531b3c_460d_49a6_82bf_36b9b61b8b1d/Open Government Data%28OGD%29 Strategy 2016.pdf
https://opendata.com.pk/uploads/page_images/2019-12-19-080331.220477Open-Data-Policy-Final-18Dec2019.pdf
https://new.nsdsguidelines.paris21.org/sites/default/files/2021-05/Rwanda_Data_Revolution_Policy.pdf
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Conclusion6
This edition of the DCO Policy Watch outlines 
the key components of DPI and their critical 
roles in fostering digital transformation, 
inclusion, and economic growth. DPI is 
foundational in creating resilient digital 
ecosystems that support efficient service 
delivery to the public, promote transparency, 
and drive innovation. The various elements 
discussed, such as digital Identity, open data, 
and an ecosystem of digital governance, are 
not just isolated components but are deeply 
interconnected, collectively contributing to a 
robust DPI framework and its outcomes.

These components, alongside others such as 
electronic payment systems, systems that 
support e-health, among others, underpin 
modern digital economies. Each component 
plays a unique role in enhancing the efficiency, 
transparency, and inclusivity of public and 
private service delivery, ultimately driving 
socioeconomic development. 

Digital government initiatives leverage 
technology to transform public service 
delivery, making it more efficient, transparent, 
and citizen centric. Building these services on 
top of a robust DPI, governments can ensure 
that they meet the evolving needs of their 
citizens in a secure and scalable manner.

Digital identity systems are crucial for 
ensuring secure access to services and 
fostering trust in digital interactions. As the 

cornerstone of a secure and inclusive digital 
economy, digital identity not only facilitates 
access to public services but also plays a 
vital role in promoting financial inclusion and 
enhancing personal security.

Open data, especially OGD initiatives promote 
transparency and innovation by making 
government data freely accessible. By enabling 
data-driven decision-making, open data 
enhances public service delivery and fosters 
greater collaboration between the public and 
private sectors.

Together, these elements form a 
comprehensive DPI that supports the seamless 
integration of technology into public and 
private governance. This integrated approach 
improves the efficiency and reach of public 
and private services and lays the groundwork 
for sustained digital transformation. As 
governments continue to build and refine their 
DPI, the focus should remain on ensuring 
that these systems are inclusive, secure, 
interoperable, and capable of evolving with the 
changing digital landscape. This will ultimately 
contribute to the creation of resilient and 
prosperous digital societies that can effectively 
meet the challenges and opportunities of the 
21st century.



DCO Policy Watch | Sep 2024 - 38

Document Disclaimer

The following legal disclaimer (“Disclaimer”) applies to this 
document (“Document”) and by accessing or using the Document, 
you (“User” or “Reader”) acknowledge and agree to be bound 
by this Disclaimer. If you do not agree to this Disclaimer, please 
refrain from using the Document.

This Document, prepared by the Digital Cooperation Organization 
(DCO). While reasonable efforts have been made to ensure 
accuracy and relevance of the information provided, the DCO 
makes no representation or warranties of any kind, express or 
implied, about the completeness, accuracy, reliability, suitability or 
availability of the information contained in this Document.

The information provided in this Document is intended for general 
informational purposes only and should not be considered as 
professional advice. The DCO disclaims any liability for any actions 
taken or not taken based on the information provided in this 
Document.

The DCO reserves the right to update, modify or remove content 
from this Document without prior notice. The publication of this 
Document does not create a consultant-client relationship between 
the DCO and the User.

The designations employed in this Document of the material 
on any map do not imply the expression of any opinion 
whatsoever on the part of the DCO concerning the legal status 
of any country, territory, city, or area or of its authorities, or 
concerning the delimitation of its frontiers or boundaries.

The use of this Document is solely at the User’s own risk. Under 
no circumstances shall the DCO be liable for any loss, damage, 
including but not limited to, direct or indirect or consequential 
loss or damage, or any loss whatsoever arising from the use of 
this Document. 

Unless expressly stated otherwise, the findings, interpretations 
and conclusions expressed in this Document do not necessarily 
represent the views of the DCO. The User shall not reproduce 
any content of this Document without obtaining the DCO’s 
consent or shall provide a reference to the DCO’s information in 
all cases.

By accessing and using this Document, the Reader 
acknowledges and agrees to the terms of this Disclaimer, which 
is subject to change without notice, and any updates will be 
effective upon posting.

DCO Policy Watch | Sep 2024 - 38



39 - DCO Policy Watch | Sep 2024

Follow us on

@dcorg www.dco.org

https://dco.org/
https://twitter.com/dcorg
https://www.linkedin.com/company/dcorg/
https://www.facebook.com/DCOrg/
https://dco.org/

